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Abstract 

COUNTER provides an international, extendible Code of Practice for e-Resources 
that allows the usage of online information products and services to be 
measured in a credible, consistent and compatible way using vendor- generated 
data. Release 4 is an integrated Code of Practice covering journals, databases, 
books, reference works and multimedia content. It replaces both Release 3 of 
the Code of Practice for Journals and Databases and Release 1 of the Code of 
Practice for Books and Reference Works. The deadline date for implementation 
of Release 4 is 31 December 2013. After this date only those vendors compliant 
with Release 4 will be considered to be COUNTER compliant; vendors are 
encouraged to implement Release 4 before that date. Before 31 December 2013, 
only vendors compliant with the new Release 4, or vendors compliant with 
Release 3 for Journals and Databases or Release 1 for Books and Reference 
Works will be considered to be COUNTER-compliant. 

Release 4 contains the following new features: 

• A single, integrated Code of Practice covering journals, databases, 
books, reference works and multimedia content 

• An expanded list of Definitions, including terms such as ‘gold open 
access’, ‘multimedia full content unit’, ‘record view’, ‘result click’, as well 
as different categories of ‘access denied’, etc. that are used for the first 
time in Release 4 

• Enhancements of the SUSHI (Standardised Usage Statistics Harvesting 
Initiative) protocol designed to facilitate its implementation by vendors 
and its use by librarians 

• A requirement that Tab-Separated Values must be provided instead of 
Comma-Separated Values 

• A requirement that Journal DOI and Book DOI be included in the usage 
reports, to facilitate not only the management of usage data, but also 
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the linking of usage data to other data relevant to collections of online 
content. 

• A requirement to report usage of Gold Open Access articles separately 
in a new report: Journal Report 1 GOA: Number of Successful Gold 
Open Access Full-text Article Requests by Month and Journal. 

• An expanded Journal Report 2, which now includes ‘access denied: 
content item not licenced’, in addition to the ‘Turnaways’ (access 
denied: simultaneous/concurrent user licence limit exceeded) covered 
in earlier Releases. 

• A modified Journal Report 5, which reports usage by year-of-
publication and allows customers to calculate usage of archival 
packages, is now a required report.  Vendors are not required to 
provide this report to every customer every month, but they must have 
the capability to provide Journal Report 5 to customers on demand. 

• Modified Database Reports, in which the previous requirement to 
report Session counts has been dropped, and new requirements, to 
report Record Views and Result Clicks, have been added. (Database 
Report 3 has also been renamed Platform Report 1). 

• A requirement , in Book Report 2, that the type of Section covered in 
the report by a particular vendor be defined 

• Removal of Book Report 6: Total Searches and Sessions by Month and 
Service, which is replaced by Platform Report 1. 

• A new report, Multimedia Report 1, which covers the usage of non-
textual multimedia resources, such as audio, video and images, by 
reporting the number of successful requests for multimedia full 
content units 

• New reports covering usage on mobile devices 
• A description of the relative advantages of logfiles and page tags as the 

basis for counting online usage 
• Flexibility in the usage reporting period that allows customers to 

specify a date range for their usage reports  
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Copyright: Counter Online Metrics  

All rights reserved under international copyright conventions. For non-
commercial purposes only this publication may be reproduced and transmitted 
by any means without prior permission in writing from COUNTER. All queries 
regarding commercial reproduction or distribution should be addressed to the 
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General information 
COUNTER (Counting Online Usage of NeTworked Electronic Resources) was 
formally established in March 2002. Release 1 of the COUNTER Code of Practice 
for Journals and Databases was launched in December 2002. COUNTER serves 
librarians, vendors, intermediaries and others by facilitating the recording and 
exchange of online usage statistics. The COUNTER Code of Practice provides 
guidance on data elements to be measured, definitions of these data elements, 
output report content and format, as well as on data processing and auditing. To 
have their usage statistics and reports designated COUNTER- compliant vendors 
must provide usage statistics that conform to the Code of Practice. 

Purpose 

The purpose of the COUNTER Code of Practice is to facilitate the recording, 
exchange and interpretation of online usage data by establishing open, 
international standards and protocols for the provision of vendor-generated 
usage statistics that are consistent, credible and compatible. 

Scope 

This COUNTER Code of Practice provides a framework for the recording and 
exchange of online sage statistics for the major categories of e-resources 
(journals, databases, books, reference works, multimedia databases) at an 
international level. In doing so, it covers the following areas: data elements to be 
measured; definitions of these data elements; content and format of usage 
reports; requirements for data processing; requirements for auditing; guidelines 
to avoid duplicate counting when intermediary gateways and aggregators are 
used. 

Application 

COUNTER is designed for librarians, vendors, intermediaries and others who 
require reliable online usage statistics. The guidelines provided by this Code of 
Practice enable librarians to compare statistics from different vendors, to make 
better-informed purchasing decisions, and to plan infrastructure more 
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effectively. COUNTER also provides vendors/intermediaries with the detailed 
specifications they need to generate data in a format useful to customers, to 
compare the relative usage of different delivery channels, and to learn more 
about online usage patterns. COUNTER also provides guidance to others 
interested in information about online usage statistics. 

Strategy 

COUNTER provides an open Code of Practice that evolves in response to the 
demands of the international librarian, publishing and intermediary 
communities. The Code of Practice is kept continually under review; feedback on 
its scope and application are actively sought from all interested parties. See 
Section 8 below. 

Governance 

The COUNTER Code of Practice is owned and developed by Counter Online 
Metrics, a not-for- profit company registered in England. Counter Online Metrics 
is governed by a Board of Directors. An Executive Committee reports to the 
Board, and the day-to-day management of COUNTER is the responsibility of the 
Project Director. 

Definitions 

This Code of Practice provides definitions of data elements and other terms that 
are relevant, not only to the usage reports specified in Release 4, but also to 
other reports that vendors may wish to generate. Every effort has been made to 
use existing ISO, NISO, etc. definitions where appropriate, and these sources are 
cited. See Appendix A. 

Versions 

The COUNTER Code of Practice will be extended and upgraded as necessary on 
the basis of input from the communities it serves. Each new version will be made 
available as a numbered Release on the COUNTER website; users will be alerted 
to its availability. Release 4 of the Code of Practice replaces both Release 3 of the 
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Code of Practice for Journals and Databases and Release 1 of the Code of 
Practice for Books and Reference Works.  The deadline date for implementation 
of this Release is 31 December 2013. After this date only those vendors 
compliant with Release 4 will be considered to be COUNTER compliant. 

Auditing and COUNTER compliance 

An independent annual audit is required of each vendor’s reports and processes 
to certify that they are COUNTER compliant. The auditing process is designed to 
be simple, straightforward and not to be unduly burdensome or costly to the 
vendor, while providing reassurance to customers of the reliability of the 
COUNTER usage data. See Section 6 below and Appendix E for more details. 

Relationship to other standards, protocols and codes 

The COUNTER Codes of Practice builds on a number of existing industry 
initiatives and standards that address vendor-based network performance 
measures. Where appropriate, definitions of data elements and other terms 
from these sources have been used in this Code of Practice, and these are 
identified in Appendix A. 

Making comments on the Code of Practice 

The COUNTER Executive Committee welcomes comments on the Code of 
Practice. See Section 8 below. 

 

Definitions of terms used 
Appendix A lists the terms relevant to Release 4 of the Code of Practice and 
provides a definition of each term, along with examples where appropriate. In 
order to be designated compliant with the COUNTER Code of Practice, vendors 
must adhere to the definitions provided in Appendix A. 
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SUSHI 
The advent of the SUSHI (Standardized Usage Statistics Harvesting Initiative) 
protocol (http://www.niso.org/workrooms/sushi/ ) has greatly facilitated the 
handling of large volumes of usage data, and its implementation by vendors 
allows the automated retrieval of the COUNTER usage reports into local systems, 
making this process much less time consuming for the librarian or library 
consortium administrator. 

For this reason, in addition to providing the usage reports specified below (as a 
Microsoft Excel file, as a Tab-separated Value (TSV) file, or as a file that can be 
easily imported into Microsoft Excel) COUNTER usage reports must also be 
provided in XML format in accordance with the COUNTER XML schema that is 
specified by SUSHI and may be found on the NISO/SUSHI website at: 
http://www.niso.org/schemas/sushi/ The COUNTER schema covers all the usage 
reports listed in Section 4 below. COUNTER reports in XML must be 
downloadable using the SUSHI protocol. 

COUNTER and NISO partner with other organizations to provide tools that 
facilitate the implementation of the COUNTER standards. COUNTER also 
encourages the development of Open Source tools, such as the SUSHI Harvester 
for Consortia (http://www.niso.org/workrooms/sushi/tools/#harvester ). Further 
information on these tools may be found on the NISO/SUSHI website. 

SUSHI Server Response Times 

A SUSHI Server must respond to the SUSHI Request from a client within 120 
seconds. SUSHI Servers that are unable to consistently deliver a completed 
usage report within this timeframe should adopt an architecture that allows for 
background processing of usage data – the server can respond to the initial 
request with a “Server Busy” exception while queuing the request for 
background processing. Since most SUSHI clients will wait minutes or hours 
before retrying the request, the report will be ready to be delivered on the 
subsequent request. 
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Further information on SUSHI 

Further information on SUSHI is available in Appendix C of this Code of Practice 
Comprehensive information on SUSHI is also available on the NISO/SUSHI 
website (http://www.niso.org/workrooms/sushi/). As well as full documentation 
on the standard itself, the SUSHI website provides: 

• Information on Getting Started 
• SUSHI Tools 
• SUSHI Schemas 
• SUSHI Reports Registry 
• SUSHI Server Registry 
• SUSHI Developers List 
• SUSHI FAQs 

 

Usage Reports 

This section lists the COUNTER Usage Reports; it also specifies the content, 
format and delivery specifications that these reports must meet to be 
designated ‘COUNTER-Compliant’. For each compliant product vendors must 
supply the relevant COUNTER-compliant usage reports at no additional charge 
to customers. 

Customers may specify the start and end month of data to be reported in the 
COUNTER Reports. To enable customers to do this, vendors must have a pool of 
at least 24 months of usage data available, and a COUNTER Report must be 
capable of displaying at least 12 months of usage data, if this is requested by the 
customer. If no start or end month is specified by a customer, the default 
reporting period is the Current Calendar Year-to-Date. (Newly COUNTER-
compliant vendors may not have 24 months of COUNTER compliant usage data 
available, in which case they must make available as many months’ usage data 
as they have until they have 24 months of usage data). 
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Table 1. List of COUNTER Usage Reports 

Report Description Status 
Journal Report 1 Number of Successful Full-Text Article 

Requests by Month and Journal 
Standard 

Journal Report 1 GOA Number of Successful Gold Open Access 
Full-Text Article Requests by Month and 
Journal 

Standard 

Journal Report 1a Number of Successful Full-Text Article 
Requests from an Archive by Month and 
Journal 

Optional (See 
Appendix H) 

Journal Report 2 Access Denied to Full-Text Articles by 
Month, Journal and Category 

Standard 

Journal Report 3 Number of Successful Item Requests by 
Month, Journal and Page-type 

Optional (See 
Appendix H) 

Journal Report 3 
Mobile 

Number of Successful Item Requests by 
Month, Journal and Page-type for usage on 
a mobile device 

Optional (See 
Appendix H) 

Journal Report 4 Total Searches Run By Month and 
Collection 

Optional (See 
Appendix H) 

Journal Report 5 Number of Successful Full-Text Article 
Requests by Year- of-Publication (YOP) and 
Journal 

Standard 

Database Report 1 Total Searches, Result Clicks and Record 
Views by Month and Database 

Standard 

Database Report 2 Access Denied by Month, Database and 
Category 

Standard 

Platform Report 1 
(formerly Database 
Report 3) 

Total Searches, Result Clicks and Record 
Views by Month and Platform 

Standard 

Book Report 1 Number of Successful Title Requests by 
Month and Title 

Standard 

Book Report 2 Number of Successful Section Requests by 
Month and Title 

Standard 

Book Report 3 Access Denied to Content Items by Month, 
Title and Category 

Standard 

Book Report 4 Access Denied to Content items by Month, 
Platform and Category 

Standard 

Book Report 5 Total Searches by Month and Title Standard 
Multimedia Report 1 Number of Successful Full Multimedia 

Content Unit Requests by Month and 
Collection 

Standard 
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Report Description Status 
Multimedia Report 2 Number of Successful Full Multimedia 

Content Unit Requests by Month, 
Collection and Item Type 

Optional (See 
Appendix H) 

Title Report 1 
(formerly Journal/Book 
Report 1) 

Number of Successful Requests for Journal 
Full-Text Articles and Book Sections by 
Month and Title 

Optional (See 
Appendix H) 

Title Report 1 Mobile Number of Successful Requests for Journal 
Full-Text Articles and Book Sections by 
Month and Title (formatted for normal 
browsers/delivered to mobile devices AND 
formatted for mobile devices/delivered to 
mobile devices 

Optional (See 
Appendix H) 

Title Report 2 Access Denied to Full-Text Items by Month, 
Title and Category 

Optional (See 
Appendix H) 

Title Report 3 Number of Successful Item Requests by 
Month, Title and Page Type 

Optional (See 
Appendix H) 

Title Report 3 Mobile Number of Successful Item Requests by 
Month, Title and Page Type (formatted for 
normal browsers/delivered to mobile 
devices AND formatted for mobile 
devices/delivered to mobile devices 

Optional (See 
Appendix H) 

Note: The Usage Reports categorised as Standard in Table 1 above are those 
reports that vendors must provide (depending on the types of content covered) 
in order to be COUNTER compliant. Optional reports are not required for 
COUNTER-compliance, but are designed to enable more detailed usage 
reporting, where vendors have the capability to do this. 

Example usage reports 

Examples are provided below of the COUNTER usage reports, in separate 
sections for Journals, Databases, Books and Reference Works, and for 
Multimedia content. While these examples are in Excel format, (See Section 4.3 
below for other report delivery options), primarily for visualisation purposes, all 
COUNTER usage reports must be available in XML, irrespective of other formats 
provided. Reports must comply exactly with the formats specified in order to be 
COUNTER compliant. 
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In all the usage reports listed below the Reporting Period Total column has been 
moved from the column at right-hand side of the report, which it occupied in 
previous Releases, to a column on the left-hand side of the monthly data 
columns. This move has been made to ensure that the Reporting Period Total 
column is at a fixed place in each report, irrespective of the number of months 
of data being reported. This facilitates the automated harvesting and processing 
of the usage reports. 

The majority of the Excel examples provided below show usage data for the 
months of January, February and March. This limited range of months has been 
selected simply to allow the reports to be displayed clearly on the page within 
this document. In reality the usage reports will show columns for every month 
during the Reporting Period, to the end month selected. Where the end month 
selected is in the future, the relevant columns should be shown with no data in 
the cells 

Journals 

Journal Report 1: Number of Successful Full-Text Article Requests by Month and 
Journal 

 

Note: 

1. Neither books nor book series may be included in Journal Report 1. 
2. For ‘Customer’ specify, for example, the organizational level to which 

the usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 
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3. the ‘Total for all journals’ line is provided at the top of the Table to 
allow it to be stripped out without disrupting the rest of the Table, as 
the number of journals included may vary from one month to another. 

4. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier, being developed by the NISO Institutional Identifiers 
Working Group, is available for implementation. 

5. A Journal DOI is required for each journal listed. This should be 
provided simply as an identifier value. (If a Journal DOI is not available 
the cell must be left blank). 

6. The Proprietary Identifier column must always be included, but cells 
may be left blank where the vendor has no Proprietary Identifier for a 
journal. 

7. The hyphen within the Print and Online ISSNs must be included, as 
indicated in the example above. 

8. Journals for which the number of full-text article requests is zero in 
every month should be included in Journal Report 1, except where an 
aggregator or gateway is responsible for recording and reporting the 
usage (see Section 7 below). 

9. The Reporting Period Total will not necessarily be the sum of the 
Reporting Period HTML and Reporting Period PDF columns, as full-text 
articles may be available in formats other than PDF and HTML. 

10. Vendors that provide online journals and books on the same platform 
may report usage of both categories of product in a single optional 
additional COUNTER report: Title Report 1: Number of successful full-
text item requests by month and title. This report may be found in 
Appendix H to this Code of Practice. 

Data Display Rules 

Vendors must adhere to the Data Display Rules specified below. While these 
rules apply specifically to Journal Report 1, they also illustrate the rules that 
should be followed for the other reports listed in this Code of Practice. 

Journal Report 1: Display Rules 

General Notes: 
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• Background cell colour is optional for all cells. No cell should contain 
commas or tab characters. 

• These rules apply to both Excel and TSV (Tab-Separated Value) formats 
of JR1. The notation used refers to cells using standard Excel notation, 
with cell “B6” meaning the cell in the second column and at the 6th 
row. In TSV, this would refer to the 2nd field position on the 6th row of 
the file. 

• There must be a column for every month that falls within the Reporting 
Period covered by the report. Where recorded usage is zero in a given 
month ‘0’ must be included in the relevant cells. Where usage has not 
yet been recorded for a given month the relevant cells must be left 
blank. 

Display/Formatting Rules: 

• Cell A1 contains the text “Journal Report 1(R4)” 
• Cell B1 contains the text “Number of Successful Full-text Article 

Requests by Month and Journal” 
• Cell A2 contains the “Customer” as defined in Appendix A (e.g. 

“NorthEast Research Library Consortium” or “Yale University”) 
• Cell A3 contains the “Institutional Identifier” as defined in Appendix A, 

but may be left blank if the vendor does not use Institutional Identifiers 
• Cell A4 contains the text “Period covered by Report” 
• Cell A5 contains the dates that encompass the Period covered by 

Report in yyyy-mm-dd format. For example a report covering the 
Period 1 April 2011-30 September 2011 would show 2011-04-01 to 
2011-09-30. 

• Cell A6 contains the text “Date run” 
• Cell A7 contains the date that the report was run in yyyy-mm-dd 

format. For example, a report run on 12 February 2011 would show 
2011-02-12. 

• Cell A8 contains the text “Journal” 
• Cell B8 contains the text “Publisher” 
• Cell C8 contains the text “Platform” 
• Cell D8 contains the text “Journal DOI” 
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• Cell E8 contains the text “Proprietary Identifier” 
• Cell F8 contains the text “Print ISSN” 
• Cell G8 contains the text “Online ISSN” 
• Cell H8 contains the text “Reporting Period Total” 
• Cell I8 contains the text “Reporting Period HTML” 
• Cell J8 contains the text “Reporting Period PDF". 
• Cell K8 contains the month and year of the first month of data in this 

report in Mmm-yyyy format. Thus for January 2011, this cell will contain 
“Jan-2011” 

• Cell A9 contains the text "Total for all journals" 
• Cell B9 contains the name of the publisher/vendor, provided all the 

journals listed in column A are from the same publisher/vendor. If not, 
this cell is left blank. 

• Cell C9 contains the name of the platform 
• Cells D9, E9, F9 and G9 are blank 
• Cell A10 down to Cell A[n] contains the name of each journal 
• Cell B10 down to Cell B[n] contains the name of the publisher of each 

journal 
• Cell C10 down to Cell C[n] contains the name of the platform on which 

each journal is published 
• Cell D10 down to Cell D[n] contains the Journal DOI 
• Cell E10 down to Cell E[n] contains the Proprietary Identifier, where 

available 
• Cell F10 down to Cell F[n] contains the Print ISSN 
• Cell G10 down to Cell G[n] contains the Online ISSN 
• Cell H10 down to Cell H[n] contains the number of Full Text Requests 

Total for the Reporting Period - 
• i.e. the sum of Full Text Requests Total for Jan, Feb etc up to and 

including the last reported month. 
• Cell I10 down to Cell I[n] contains the number of Full Text HTML 

Requests Total for the Reporting Period. 
• Cell J10 down to Cell J[n] contains the number of Full Text Requests 

PDF for the Reporting Period. 
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• Cell K10 down to Cell K[n] contains the number of Full Text Requests 
for that journal in the corresponding month 

• Similarly, Cell L10 down to Cell L[n], Cell M10 down to Cell M[n] etc 
contain the Full Text Requests for the corresponding months 

• Cell H9 and Cell K9 across to Cell M7 (or whatever column corresponds 
to the last column of the table) gives totals for each column. The figure 
reported in these cells in Row 9 must equal the sum of the cells for 
that column from Row 10 to the bottom of the table. 

Note About HTML and PDF Totals: 

• The sum of (Reporting Period HTML) + (Reporting Period PDF) may give 
a different total to the (Reporting Period TOTAL) depending on the 
formats available, because other formats such as PostScript may be 
included in the (Reporting Period TOTAL) figure, but 
Publishers/Vendors should NOT include additional columns for these 
additional formats. Only HTML, PDF and TOTAL are required 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, See Appendix A. The 
XML Schema for Journal Report 1 is at: 
http://www.niso.org/schemas/sushi/#counter 

Journal Report 1 GOA: Number of Successful Gold Open Access Full-text Article 
Requests by Month and Journal 

 

Note:  

http://www.niso.org/schemas/sushi/#counter
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1. Usage reported in JR1 GOA must also be included in JR1, which reports 
all usage of full-text articles, including usage of Gold Open Access 
articles 

2. Neither books nor book series may be included in Journal Report 1 
GOA. 

3. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 

4. the ‘Total for all journals’ line is provided at the top of the Table to 
allow it to be stripped out without disrupting the rest of the Table, as 
the number of journals included may vary from one month to another. 

5. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

6. A Journal DOI is required for each journal listed. This should be 
provided simply as an identifier value. (If a Journal DOI is not available 
the cell must be left blank). 

7. The Proprietary Identifier column must be included, but cells may be 
left blank where the vendor has no Proprietary Identifier for a journal 

8. The hyphen within the ISSNs must be included, as indicated in the 
example above. 

9. Journals for which the number of full-text article requests is zero in 
every month should be included in Journal Report 1, except where an 
aggregator or gateway is responsible for recording and reporting the 
usage (see Section 7 below). 

10. The Reporting Period Total will not necessarily be the sum of the 
Reporting Period HTML and Reporting Period PDF columns, as full-text 
articles may be available in formats other than PDF and HTML. 

11. Vendors that provide online journals and books on the same platform 
may report usage of both categories of product in a single optional 
additional COUNTER report: Title Report 1: Number of successful full-
text item requests by month and title. This report may be found in 
Appendix G to this Code of Practice. 

12. For guidance on Data Display Rules, see Journal Report 1 
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The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Journal Report 1 GOA is at: 
http://www.niso.org/schemas/sushi/#counter 

Journal Report 2: Access Denied to Full-Text Articles by Month, Journal and 
Category 

 

Note: 

1. Neither books nor book series may be included in Journal Report 2. 
2. For criteria’ specify, for example, the organizational level to which the 

usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. The Proprietary Identifier column must always be included, but cells 
may be left blank where the vendor has no Proprietary Identifier for a 
journal 

5. A journal DOI is required for each journal listed. This should be 
provided simply as an identifier value. (If a Journal DOI is not available 
the cell must be left blank). 

http://www.niso.org/schemas/sushi/#counter
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6. The hyphen within the ISSNs should be included, as indicated in the 
example above. 

7. ‘Access denied: content item not licenced’ should be reported when 
the user has been denied access to a content item because the user or 
the user’s institution does not have access rights under an agreement 
with the vendor. Examples of the type of event that should trigger the 
recording of this category of Access Denied are: Redirect user to 
another URL (e.g. to a credit card payment page); Return Code 403, 
Forbidden; Customer error page. 

8. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Journal Report 2 is at: 
http://www.niso.org/schemas/sushi/#counter 

Optional reports 
Note: Journal Report 1a, Journal Report 3, Journal Report 3 Mobile and Journal 
Report 4 are optional additional reports that may be found in Appendix H of this 
Code of Practice. 

Journal Report 5: Number of Successful Full-Text Article Requests by Year-of-
Publication (YOP) and Journal 

 

Note: 

1. The purpose of this report is to enable customers to distinguish usage 
of separately acquired archives within the total usage reported in 

http://www.niso.org/schemas/sushi/#counter
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Journal Report 1. The range of years reported in Journal Report 5 must, 
therefore, enable them to do this. The years and YOP-ranges used in 
Row 8 of Journal Report 5 may be modified, but vendors must provide 
each YOP in the current decade and in the immediately previous 
decade as separate columns. All YOPs prior to these two decades may, 
as a minimum, be reported in a single column unless there is a 
boundary between current files and backfiles during this period, in 
which case two columns, one for current files and one for backfiles, 
must be provided. Vendors are encouraged, where they have the 
capability to do so, to report all YOPs in separate columns. 

2. Vendors are not required to provide Journal Report 5 every month. 
Rather, vendors are required to have the capability to provide Journal 
Report 5 to customers on demand. 

3. Vendors providing Journal Report 5 must also continue to report all 
usage for journals in Journal Report 1, notwithstanding their inclusion 
in Journal Report 5. 

4. Neither books nor book series may be included in Journal Report 5 
5. For ‘Customer’ specify, for example, the organizational level to which 

the usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 

6. Articles in Press are full-text articles that have been accepted for 
publication in a journal, and which have been made available online by 
the publisher, and which will be assigned a publication date of the 
current year or a future year. 

7. YOP = Year of Publication 
8. ‘Institutional Identifier’ is an optional field until the standard for this 

identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

9. A Journal DOI is required for each journal listed. This should be 
provided simply as an identifier value. (If a Journal DOI is not available 
the cell must be left blank). 

10. The Proprietary Identifier column must be included, but cells may be 
left blank where the vendor has no Proprietary Identifier for a journal 
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11. The hyphen within the ISSNs should be included, as indicated in the 
example above. 

12. YOP Unknown covers full-text articles (usually older articles) that have 
been formally published in a journal, but to which no Year of 
Publication has been allocated. This category of articles must not 
include Articles in Press unless they cannot be distinguished from 
other articles without a YOP. 

13. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Journal Report 5 is at: 
http://www.niso.org/schemas/sushi/#counter 

Databases 

Database Report 1: Total Searches, Result Clicks and Record Views by Month and 
Database 

 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 

http://www.niso.org/schemas/sushi/#counter
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2. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

3. Search activity generated by federated search engines and automated 
search agents should be categorized separately from regular searches. 
Any searches derived from any federated search engine or automated 
search agent) should be included in separate “Searches_federated and 
automated” counts as indicated in the above report and are not to be 
included in the “Regular Searches ” counts.( See relevant protocol in 
Section 5 below) 

4. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Database Report 1 is at: 
http://www.niso.org/schemas/sushi/#counter 

Database Report 2: Access Denied by Month, Database and Category 

 

Note: 

http://www.niso.org/schemas/sushi/#counter
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1. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 

2. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

3. ‘Access denied: content item not licenced’ should be reported when 
the user has been denied access to a content item because the user or 
the user’s institution does not have access rights under an agreement 
with the vendor. Examples of the type of event that should trigger the 
recording of this category of Access Denied are: Return Code 403, 
Forbidden; Redirect user to another URL; Customer error page. 

4. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Database Report 2 is at: 
http://www.niso.org/schemas/sushi/#counter 

Platform Report 1: Total Searches, Result Clicks and Record Views by Month and 
Platform (Replaces Database Report 3) 

 

Note: 

http://www.niso.org/schemas/sushi/#counter
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1. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 

2. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

3. Search activity generated by federated search engines and other 
automated search agents should be categorized separately from 
regular searches. Any searches derived from any federated search 
engine (or similar automated search agent) should be included in 
separate “Searches_federated and automated” counts as indicated in 
the above report and are not to be included in the “Regular Searches” 
counts. (See relevant protocol in Section 5 below) 

4. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Platform Report 1 is at: 
http://www.niso.org/schemas/sushi/#counter 

Books and Reference Works 

Book Report 1: Number of Successful Title Requests by Month and Title 

(To be provided only when an entire book is provided as a single file; otherwise 
Book Report 2 below must be used) 

 

http://www.niso.org/schemas/sushi/#counter
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Note: 

1. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘Harvard University’, ‘Department of 
Chemistry’ 

2. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

3. A Book DOI is required for every title on the list. This should be 
provided simply as an identifier value. (If a Book DOI is not available 
the cell must be left blank). 

4. The Proprietary Identifier column must be included, but cells may be 
left blank if the vendor has no Proprietary Identifier for a journal 

5. The ‘Total for all titles’ line is provided at the top of the Table to allow it 
to be stripped out without disrupting the rest of the Table, as the 
number of books included may vary from one month to another. 

6. Books for which the number of title requests is zero in every month 
should not be included in Book Report 1. 

7. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Book Report 1 is at: 
http://www.niso.org/schemas/sushi/#counter 

http://www.niso.org/schemas/sushi/#counter
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Book Report 2: Number of Successful Section** Requests by Month and Title 

 

**The Section Type (Chapter, encyclopaedia entry, etc.) used in this report must 
be indicated in the report itself as shown. Where more than one type of Section 
is used, simply list the predominant type covered in this report. 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘Harvard University’, ‘Department of 
Chemistry’ 

2. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

3. A Book DOI is required for every title on the list. This should be 
provided simply as an identifier value. (If a Book DOI is not available 
the cell must be left blank). 

4. The Proprietary Identifier column must be included, but cells may be 
left blank if the vendor has no Proprietary Identifier for a journal 

5. The ‘Total for all titles’ line is provided at the top of the Table to allow it 
to be stripped out without disrupting the rest of the Table, as the 
number of titles included may vary from one month to another. 

6. Books for which the number of Section requests is zero in every month 
should not be included in Book Report 2. 

7. For guidance on Data Display Rules, see Journal Report 1 
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The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Book Report 2 is at: 
http://www.niso.org/schemas/sushi/#counter 

Book Report 3: Access Denied to Content Items by Month, Title and Category 

 

Note: 

1. Book Report 3 is only to be supplied for those titles where turnaways 
are at the title level. In most cases turnaways are at the level of the 
platform, in which case Book Report 4 applies. 

2. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘Harvard University’, ‘Department of 
Chemistry.’ 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. A Book DOI is required for every title on the list. This should be 
provided simply as an identifier value. (If a Title DOI is not available the 
cell must be left blank). 

5. The Proprietary Identifier column must be included, but cells may be 
left blank where the vendor has no Proprietary Identifier for a title. 

http://www.niso.org/schemas/sushi/#counter
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6. the ‘Total for all titles’ line is provided at the top of the Table to allow it 
to be stripped out without disrupting the rest of the Table, as the 
number of titles included may vary from one month to another. 

7. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the above terms, see Appendix A. The 
XML Schema for Book Report 3 is at: 
http://www.niso.org/schemas/sushi/#counter 

Book Report 4: Access Denied to Content Items by Month, Platform and Category 

 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘Harvard University’, ‘Department of 
Chemistry.’ 

2. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

3. The Proprietary Identifier column must be included, but cells may be 
left blank where the vendor has no Proprietary Identifier for a title 

http://www.niso.org/schemas/sushi/#counter
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4. the ‘Total for all titles’ line is provided at the top of the Table to allow it 
to be stripped out without disrupting the rest of the Table, as the 
number of titles included may vary from one month to another. 

5. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Book Report 4 is at: 
http://www.niso.org/schemas/sushi/#counter 

Book Report 5: Total Searches by Month and Title 

 

Note: 

1. Book Report 5 is to be supplied only for those titles where searches 
and sessions can be counted at the title level. In most cases searches 
and sessions are at the level of the platform, in which case Platform 
Report 1 applies. 

2. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘Harvard University’, ‘Department of 
Chemistry.’ 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

http://www.niso.org/schemas/sushi/#counter
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4. A Book DOI is required for every title on the list. This should be 
provided simply as an identifier value. (If a Book DOI is not available 
the cell must be left blank). 

5. The Proprietary Identifier column must be included, but cells may be 
left blank where the vendor has no Proprietary Identifier for a title 

6. The ‘Total for all titles’ line is provided at the top of the Table to allow it 
to be stripped out without disrupting the rest of the Table, as the 
number of titles included may vary from one month to another. 

7. Search activity generated by federated search engines and other 
automated search agents should be categorized separately from 
regular searches. Any searches derived from any federated search 
engine (or similar automated search agent) should be included in 
separate “Searches_federated and automated” counts as indicated in 
the above report and are not to be included in the “Regular Searches” 
counts. (See relevant protocol in Section 5 below) 

8. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Book Report 5 is at: 
http://www.niso.org/schemas/sushi/#counter 

Multimedia Content 

Usage of multimedia content (audio, image, video, etc.) where this is a content 
item in itself (i.e. not part of a Journal, Book or Reference Work) should be 
reported in Multimedia Report 1, below. 

Only Successful Requests for Multimedia Full Content Units may be counted. 
Usage of thumbnails or descriptive text associated with an image, etc must not 
be counted. See definition of Multimedia Full Content Unit in Appendix A) 

http://www.niso.org/schemas/sushi/#counter
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Multimedia Report 1: Number of Successful Multimedia Full Content Unit Requests 
by Month and Collection 

 

Note: 

1. Multimedia Report 1 is required only for products that consist of 
collections of multimedia items (audio, video, images). Where 
multimedia content is published within a journal or book, its usage 
should be reported in the appropriate COUNTER Journal or Book 
reports. 

2. For ‘Customer’ specify, for example, the organizational level to which 
the usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, 
‘Yale University’ 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. For guidance on Data Display Rules, see Journal Report 1 

The above report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. The 
XML Schema for Multimedia Report 1 is at: 
http://www.niso.org/schemas/sushi/#counter 

http://www.niso.org/schemas/sushi/#counter
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Reports for a Library Consortium 

If a product has been acquired by a library consortium, the vendor must (unless 
the resulting reports are unmanageably large in size, in which case the SUSHI 
Harvester tool, described in Section 4.1.6 below, is an alternative approach) 
provide a readily accessible single usage report for the consortium that includes 
details for each member of the consortium. This report must contain only the 
consortium members (and no extraneous institutions outside the consortium). 
The vendor must also provide to the consortium individual reports for each 
consortium member or institute (unless forbidden to do so by contract with a 
consortium member or institute). In consortia where more than one member 
institution may share an IP address, or range of IP addresses, the total usage 
statistics reported in the consolidated Consortium Reports 1,2 and 3 below, 
must be de-duplicated. This means that, in such cases, the total usage reported 
may be less than the sum of the usage reported for each member institution. 

Consortium Report 1: Number of successful full-text journal article or book chapter 
requests by month and title, (XML only). 
XML Schema: http://www.niso.org/schemas/sushi/#counter 

This report is a single XML file, broken down by consortium member, which 
contains the full-text usage data for every online journal and book taken by 
individual consortium members, calculated on the same basis as in Journal 
Report 1 and in Book Reports 1 and 2, using the data processing rules specified 
in Section 5 below. 

Consortium Report 2: Total searches by month and database (XML only). 
XML Schema: http://www.niso.org/schemas/sushi/#counter 

This report is a single XML file, broken down by consortium member, which 
contains the search, record view and result click counts for each database taken 
by individual consortium members, calculated on the same basis as for 
Database Report 1, above, using the data processing rules specified in Section 5 
below. 

Consortium Report 3: Number of Successful Multimedia Full Content Unit Requests 
by Month and Collection (xml only) 
To be used only by vendors that provide Multimedia Report 1 
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XML Schema: http://www.niso.org/schemas/sushi/#counter 

This report is a single XML file, broken down by consortium member, which 
contains the usage data for multimedia full content units in collections taken by 
individual consortium members, calculated on the same basis as in Multimedia 
Report 1, using the data processing rules specified in Section 5 below. 

Note: 

1. The XML schema covering the above usage reports is available on the 
NISO/SUSHI website (http://www.niso.org/schemas/sushi/#counter ). 
This schema can be used with the SUSHI and COUNTER_SUSHI 
schemas to retrieve any of the COUNTER reports (journals, databases, 
books, reference works, consortium). The flexibility of the schema is 
achieved through the use of several self-defining elements. Rather 
than enumerate the allowed values within the schema, these values 
are defined outside of the schema to allow new reports and metrics to 
be added without needing to update the schema each time. The values 
for the "Report" data element are listed in the Report Registry 
(http://www.niso.org/workrooms/sushi/reports/ ). Values for other 
elements can be found on the COUNTER Schema Data Element Values 
webpage (http://www.niso.org/workrooms/sushi/values/ ) . 

2. Where journal articles and book chapters are available on the same 
platform, usage should be included in the same consortium report. 
Where journal articles and book chapters are available on separate 
platforms usage should be reported separately. 

The SUSHI Harvester for Library Consortia 

When publishers with very large numbers of journals are reporting to consortia 
with very large numbers of members, there are instances where the Consortium 
Report files can become inconveniently large for the publisher or the customer. 
In these instances there is an acceptable, COUNTER-compliant alternative to the 
Consortium Reports. This involves using the SUSHI Harvester for Consortia, a 
free Microsoft Access application from EBSCO that leverages the open source 
SUSHI MISO client (developed by Serials Solutions) to batch download Journal 
Report 1, Database Report 1, Book Reports 1 and 2, or Multimedia Report 1 for 



pg. 35 

the member institutions of a consortium. ( Note: The SUSHI Harvester for 
Consortia may also be used to batch download the other COUNTER usage 
reports). COUNTER leaves it to vendors and their customers to decide between 
them which approach ( the Consortium Reports or SUSHI Harvester) is 
appropriate for a particular customer. 

The SUSHI Harvester for Consortia, together with a detailed User Guide 
containing instructions on how to implement it, may be found on the NISO 
website at: http://www.niso.org/apps/group_public/download.php/4774/SUSHI-
Harvester.zip 

Customer Categories for Usage Reports 

Customer accounts, access and entitlements to vendor sites are authenticated in 
a number of different ways, but most commonly by IP addresses or by 
username/password. 

The vendor must provide COUNTER usage reports at different levels, in line with 
the level at which the vendor holds the account on its system. For example, if a 
vendor treats a university business school as an entity with a separate customer 
ID, which can be identified by, for example, unique IP addresses distinguishable 
from the full range of university IP addresses, then reports must be delivered at 
the business school level. 

Report Delivery 

Unless specified otherwise in Section 4.1, all COUNTER reports must conform to 
the following standards: 

• Reports must be provided in the following formats: 
o Microsoft Excel file (see Section 4.1 above), or as a Tab Separated 

Value (TSV) file or other structured text file that can be easily 
imported into Microsoft Excel and other spreadsheet programmes 
without loss or corruption of data. Microsoft Excel files may be 
offered in addition to text files. 
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o As XML formatted in accordance with the COUNTER schema 
(http://www.niso.org/schemas/sushi/#counter). More information 
on XML formatting is available in Appendix G. 

• Each report should reside in a separate file or page to avoid files of 
unwieldy size 

• Reports should be made available on a password-controlled website 
(accompanied by an optional email alert when data is updated). 

• For consortium usage reports the consortium administrator must be 
able to access both the consolidated consortium level usage statistics 
and the usage statistics for individual consortium member institutions, 
from a single login, using the same user id and password (i.e. without 
having to log out and back in for each individual institution). 

• Reports must be readily available 
• Reports must be provided monthly 
• Data must be updated within four weeks of the end of the reporting 

period 
• A minimum of the most recent 24months of usage data must be 

available, unless the vendor is newly-COUNTER compliant 
• The reports must allow the customer the flexibility to specify a date 

range, in terms of months, within the most recent 24 month period. 
Where no date range is specified, the default shall be calendar year 
and calendar-year-to-date reports for the current year. 

• XML versions of the reports must be available for harvesting via the 
SUSHI protocol within 4 weeks of the end of the reporting period. 

Web browsers 

Usage statistics reported in the COUNTER reports must be consistent and not 
dependent on the browsers used by customers. As a minimum vendors must 
support current versions, compliant with World Wide Web Consortium (WC3) 
standards, of the following web browsers: Google Chrome, Internet Explorer and 
Mozilla Firefox. 
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Data Processing 
Usage data collected by vendors/intermediaries for the usage reports to be sent 
to customers should meet the basic requirement that only intended usage is 
recorded and that all requests that are not intended by the user are removed. 

Because the way usage records are generated can differ across platforms, it is 
impractical to describe all the possible filters used to clean up the data. This 
Code of Practice, therefore, specifies only the requirements to be met by the 
data to be used for building the usage reports. 

Usage data can be generated in a number of ways and COUNTER does not 
prescribe which approach should be taken. The two most common approaches 
are: logfile analysis, which reads the logfles containing the web server records all 
of its transactions; and page tagging, which uses JavaScript on each page to 
notify a third party server when a page is rendered by a web browser. Each of 
these two approaches has advantages and disadvantages, summarised below: 

Advantages of logfile analysis 

The main advantages of logfile analysis over page tagging are: 

• The web server normally already produces logfiles, so the raw data are 
already available. No changes to the website are required. 

• The data is on the organization’s own servers and is in a standard, 
rather than a proprietory, format. This makes it easy for an 
organization to switch programmes later, use several different 
programmes, and anlyse historical data with a new programme 

• Logfiles contain information on visits from search engine spiders. 
Although these should not be reported as part of user activity, it is 
useful information for search engine optimization. 

• Logfiles require no additional DNS Lookups. Thus there are no external 
server calls which can slow page load speeds, or result in uncounted 
page views. 

• The web server reliably records every transaction it makes, including, 
e.g., serving PDF documents and content generated by scripts, and 
does not rely on the visitor’s browser co- operating 
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Advantages of page tagging 

The main advantages of page tagging over logfile analysis are: 

• Counting is activated by opening the page, not requesting it from the 
server. If a page is cached it will not be counted by the server. Cached 
pages can account for a significant proprtion of pageviews 

• Data is gathered via a compenent ( ‘tag’) in the page, usually written in 
JavaScript; though Java can be used and increasingly Flash is used. 
JQuery and AJAX can also be used in conjunction with a server-side 
scripting language ( such as PHP) to manipulate and store it in a 
database, allowing complete control over how the data is represented 

• The script may have access to additional information on the web client 
or on the user, not sent in the query 

• Page tagging can report on events that do not involve a request to the 
web server 

• Page tagging is available to companies who do not have access to their 
own web servers 

• The page tagging service manages the process of assigning cookies to 
visitors; with logfile anlaysis the server has to be configured to do this 

• Recently page tagging has become a standard in web analytics 
• Logfile analysis is almost always performed in-house. Page tagging can 

be done in house, but is more often provided as a third-party service. 
The cost differences between these two models can also be a 
consideration. 

Return codes and time filters 

a. Only succesful and valid requests should be counted. For web server 
logs sucessful requests are those with specific NCSA return codes. (200 
and 304). The standards for return codes are defined and maintained 
by NCSA. In case key events are used their definition should match the 
NCSA standards.(For more information see Appendix D: Guidelines for 
Implementation.) 
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b. Records generated by the server together with the requested page 
(e.g. images, gif’s, style sheets (.css)) should be ignored. 

c. All users’ double-clicks on an http-link should be counted as only 1 
request. The time window for occurrence of a double-click should be 
set at 10 seconds between the first and the second mouse-click. There 
are a number of options to make sure that a double click comes from 
one and the same user: 
1. where only the IP address of a user is logged that IP should be 

taken as the field to trace double-clicks 
2. when a session-cookie is implemented and logged, the session-

cookie should be used to trace the double-clicks. 
3. when user-cookies are available and logged, the user-cookie 

should be used to trace double- clicks 
4. when the username of a registered user is logged, this 

username should be used to trace double-clicks. 

The options 1 to 4 above have an increasing level of reliability for filtering out 
double-clicks: option 1 has the lowest level of precision (and may lead to under 
reporting from the vendor perspective) while with option 4 the result will be 
optimal. 

The downloading and rendering of a PDF, image, video clip or audio clip may 
take longer than the rendering of an HTML page. Therefore requests by one and 
the same IP/username/session- or user cookie for one and the same PDF, image, 
video clip or audio clip should be counted as a single request if these multiple 
requests occur within a 30 seconds time window. These multiple requests may 
also be triggered by pressing a refresh or back button on the desktop by the 
user. 

When two requests are made for one and the same article within the above time 
limits (10 seconds for HTML, 30 seconds for PDF), the first request should be 
removed and the second retained. Any additional requests for the same article 
within these time limits should be treated identically: always remove the first 
and retain the second. (For further information on the implementation of this 
protocol, see Appendix D: Guidelines for Implementation) 
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Correcting for the effects of federated searches and 

internet robots on usage statistics 

The growing use of federated searches and the spread of internet robots have 
the potential to inflate enormously the usage statistics reported in the COUNTER 
reports. Without some control these activities could result in significant over-
counting. 

COUNTER protocols have been developed to mitigate the inflationary effects of 
federated searches, internet robots and search-engine prefetching on the 
reported usage statistics. COUNTER-compliant Vendors are required to 
implement these protocols, itemised below. 

Protocol for federated searches and automated search agents 

Search activity generated by federated search engines and automated search 
agents should be categorized separately from regular searches. Any searches 
generated from such systems should be included in separate “Searches-
federated and automated” counts within Database Report 1 and Platform Report 
1, and are not to be included in the “Regular Searches” counts in these reports. 
(See example Database Report 1 and Platform Report 1 in Section 4.1.2 above). 

‘Federated Searches’ and ‘Automated Searches’ covered by this protocol are 
defined in Appendix A. 

Federated search engines may utilize a variety of techniques to conduct a 
search, including Z39.50; standard or proprietary XML gateways or APIs; or, by 
screen-scraping the standard HTML interface. Federated search activity must be 
recognized regardless of the method of search. Following are some examples of 
how search activity can be recognized – the content provider may wish to 
employ one or more of these techniques. 

• The Federated Search engine may be using its own IP address. This IP can 
be identified and used for segregation of activity. 

• If the standard HTML interface is being used, the browser ID within the 
web logs can be used to identify the activity as coming from a federated 
search. 
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• For Z39.50 activity, access is generally achieved through 
username/password. Create a unique username/password that just the 
federated search engine will use. 

• If an API or XML gateway is available, set up an instance of the gateway 
that is for the exclusive use of such search tools. 

• If an API or XML gateway is available, require the federated search to 
include an identifying parameter when making requests to the gateway. 

A list of federated search engines covered by the above protocol is included in 
Appendix I. This list, which will be updated from time-to-time, should be 
regarded as the minimum requirement for COUNTER compliant vendors. 

Protocol for internet robots and crawlers 

Activity generated by internet robots and crawlers must be excluded from all 
COUNTER usage reports. A list of internet robots that must be excluded is 
provided in Appendix J. This list, which will be updated from time-to-time, should 
be regarded as the minimum requirement for COUNTER compliant vendors. 

Protocol for tools that enable the bulk downloading of full-text 
articles and other content items 

Only genuine, user-driven usage should be reported. Usage of full-text articles 
that is initiated by automatic or semi-automatic bulk download tools, such as 
Quosa or Pubget) should only be recorded when the user has clicked on the 
downloaded full-text article in order to open it. 

Retrospective reporting of errors in usage data 

Where vendors discover (or the independent audit reveals) errors in the usage 
statistics they have been providing in the COUNTER reports, such errors must be 
corrected within 3 months of their discovery and customers informed of the 
corrections. 

Reporting of usage statistics when journal titles change 

When the title of a journal is modified or changed, usage statistics for that 
journal prior to the title change should be reported against the new title, 
provided the Journal DOI/ISSN is unchanged, with the original title being 
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dropped from the list. Where a new Journal DOI/ISSN is allocated to the new 
title, the usage statistics should be reported separately, and those for the 
original title should continue to be reported against the original Journal 
DOI/ISSN. 

Identifying abnormal spikes in usage 

What is regarded as an abnormal spike in usage can vary from one institution to 
another; there are many occasions in which exceptionally high usage in a 
particular month is genuine. For these reasons COUNTER does not provide a 
strict protocol for dealing with spikes in usage that must be applied in all 
situations. Instead COUNTER suggests approaches that have been well-tested 
and which should prove useful in flagging abnormal spikes in usage that may 
warrant further investigation. These approaches are described in Appendix D: 
Guidelines for Implementation. COUNTER does not prescribe a course of action 
once abnormal spikes in usage have been identified; this is left to the discretion 
of customer and vendor. 

 

Auditing 
An important feature of the COUNTER Code of Practice is that compliant vendors 
must be independently audited on a regular basis in order to maintain their 
COUNTER compliant status. To facilitate this, a set of detailed auditing standards 
and procedures has been published in Appendix E of this Code of Practice. In 
developing these COUNTER has tried to meet the need of customers for credible 
usage statistics without placing an undue administrative or financial burden on 
vendors. For this reason audits will be conducted online using the detailed test 
scripts included in the auditing standards and procedures. 

The independent audit is required within 6 months of vendors first achieving 
compliance with the COUNTER Code of Practice for e-Resources, and annually 
thereafter. COUNTER will recognize an audit carried out by any CPA (Certified 
Public Accountant) (USA), by any CA (Chartered Accountant) (UK), or by their 
equivalent in other countries. Alternatively, the audit may be done by another, 
COUNTER-approved auditor, such as ABC, which is not a CA or a CPA. 
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The Audit Process 

a) COUNTER compliant vendors will be notified in writing by COUNTER 
that an audit is required at least 3 months before the audit is due. 

b) Vendors should respond within 1 month of receiving the reminder by 
informing COUNTER of their planned timetable for the audit and the 
name of the organization that will carry out the audit. Any queries 
about the audit process may be raised at this time. 

c) Irrespective of the auditor selected, the audit must adhere to the 
requirements and use the tests specified in Appendix E of this Code of 
Practice. The audit is carried out in three stages: Stage 1 covers the 
format and structure of the usage reports; in Stage 2 the auditor tests 
the integrity of the reported usage statistics; in Stage 3 the auditor 
checks that the delivery of the usage reports adheres to the COUNTER 
requirements 

d) Upon completion of the audit the auditor is required to send a signed 
copy of the audit report to the COUNTER office 
(lorraine.estelle@counterusage.org). 

Categories of audit result are as follows: 

• A Pass, in which case no further action is required by the publisher as a 
result of the audit. In some cases the auditor may add Observations to the 
audit report, which are designed to help the vendor improve its COUNTER 
usage reports, but which are outside the scope of the audit itself. 

• A Qualified Pass, in which the auditor deems the publisher to have passed 
the audit, but where the auditor raises a Minor Issue requiring further 
action to maintain COUNTER- compliant status. A Minor Issue does not 
affect the reported figures, but is one which should be resolved within 3 
months of the audit to maintain COUNTER-compliant status. An example 
of a Minor Issue is where a report format does not conform to the 
COUNTER specifications. 

• A Fail, where the auditor has identified an issue that must be resolved 
immediately for the vendor to maintain COUNTER -compliant status 

 



pg. 44 

Compliance 

Timetable and procedure 

Release 4 of the COUNTER Code of Practice for e-Resources, published in final 
form in March 2012, will become the only valid version of the Code of Practice 
from 1 January 2014. 

Applications for COUNTER-compliant status 

A Register of Vendors and their products for which COUNTER compliant usage 
reports are available is maintained by the COUNTER office and posted on the 
COUNTER website. Vendors may apply to the Project Director 
(lorraine.estelle@counterusage.org) for their products to be included on the 
Register. Upon receipt of the application vendors will be required to allow at 
least one of the COUNTER library test sites to evaluate their usage reports. When 
the usage reports are deemed to comply with the COUNTER Code of Practice the 
vendor will be asked to sign a Declaration of COUNTER-compliance (Appendix B), 
after which the vendor and its products will be added to the Register. Within 6 
months thereafter a report from an independent auditor, confirming that the 
usage reports and data are indeed COUNTER-compliant, will be required. See 
Appendix E for a description of the auditing procedure. 

The signed declarations should be sent to the COUNTER office as email 
attachments, to: lorraine.estelle@counterusage.org 

Licence agreements 

To encourage widespread implementation of the COUNTER Code of Practice, 
customers are urged to include the following clause in their licence agreements 
with vendors: 

‘The licensor confirms to the licensee that usage statistics covering the online 
usage of the products covered by this licence will be provided. The licensor 
further confirms that such usage statistics will adhere to the specifications of the 
COUNTER Code of Practice, including data elements collected and their 
definitions; data processing guidelines; usage report content, format, frequency 
and delivery method’. 
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Aggregators, gateways and hosts 

Many online searches, are conducted using gateways or aggregators, rather than 
on the site of the original publisher of the item being sought. This presents 
special challenges for the collection of meaningful usage statistics for COUNTER 
Reports. In order to avoid the risk of duplicate counting of full-text usage, 
publishers and intermediaries must adhere to the following principle: the entity 
that delivers the full-text article to the customer is the entity responsible for 
recording usage and reporting that usage to the customer in COUNTER Reports, 
such as Journal Report 1. The only exception to this rule is where a contractual 
arrangement is in place that requires one or the other to report usage to the 
customer, irrespective of whether they deliver the full text to that customer. 

Under no circumstances may both publisher and intermediary record and report 
the same instance of usage. 

Customer confidentiality 

Privacy and user confidentiality 

Statistical reports or data that reveal information about individual users will not 
be released or sold by vendors without the permission of that individual user, 
the consortium, and its member institutions (ICOLC Guidelines, October 2006) 

Institutional or Consortia Confidentiality 

Vendors do not have the right to release or sell statistical usage information 
about specific institutions or the consortium without permission, except to the 
consortium administrators and other member libraries, and to the original 
publisher and copyright holder of the content. Use of institutional or consortium 
data as part of an aggregate grouping of similar institutions for purposes of 
comparison does not require prior permission as long as specific institutions or 
consortia are not identifiable. When required by contractual agreements, 
vendors may furnish institutional use data to the content providers. (Based on 
ICOLC Guidelines, October 2006). 
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Maintenance and development of the Code of 

Practice 
The Executive Committee of COUNTER has overall responsibility for the 
development and maintenance of the Code of Practice. Each new Release will be 
made openly available in draft form on the COUNTER website for comment 
before it is finalised. Comments may be sent to the Project Director at 
lorraine.estelle@counterusage.org. 

When providing your comments you are requested to adhere to the following 
guidelines: 

• Please be as specific as possible, making sure to note the relevant section 
and subsection of the Code of Practice. 

• Where you are proposing an addition to the Code of Practice, please 
indicate the preferred section within the current version 
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Appendix A: Glossary of Terms 
This Glossary lists alphabetically the terms relevant to the COUNTER Code of 
Practice and provides a definition of each term, along with examples, where 
appropriate. 

Term Examples/formats Definition 
Abstract  A short summary of the content of an article, 

always including its conclusions 
Access denied: 
content item not 
licenced 

Examples of events 
that trigger this 
category of Access 
Denied include: - -
Redirect user to 
another URL (e.g. 
to a credit card 
payment page) 
Return Code 403, 
Forbidden -
Customer error 
page 

User is denied access to a content item 
because the user or the user’s institution 
does not have access rights under an 
agreement with the vendor 

Access denied: 
concurrent/ 
simultaneous 
user licence limit 
exceeded 

 An unsuccessful log-in to an electronic 
service due to exceeding the 
simultaneous/concurrent user limit allowed 
by the licence. 

Access granted Yes/no User is granted access to the online 
collection or database, or subsets thereof, 
subject to the access rights specified in the 
agreement with the vendor 

Aggregator ProQuest, Gale, 
Lexis Nexis 

A type of vendor that hosts content from 
multiple publishers, delivers content direct 
to customers and is paid for this service by 
customers 

Archive Oxford Journals 
Archive 

Non-current collections of journals, books, 
articles, or other publications that are 
preserved because of their continuing value 
and which are frequently made available by 
publishers as separate acquisitions 

Article  An item of original written work published in 
a journal, other serial publication, or in a 
book. An article is complete in itself, but 
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Term Examples/formats Definition 
usually cites other relevant published works 
in its list of references, if it has one. 

Article header  That subsection of an article which includes 
the following information: publisher; journal 
title, volume, issue and page numbers; 
copyright information; list of names and 
affiliations of the authors; author 
organization addresses; title and abstract 
(where present) of the article; keywords 
(where present) 

Article Version  Only usage of the following 4 Article 
Versions ( of the 7 versions defined by the 
ALPSP/NISO JAV Technical Working Group) 
may be counted in the COUNTER usage 
reports: Accepted Manuscript (AM); Proof 
(P); Version of Record (VoR); Corrected 
Version of Record (CVoR); Enhanced Version 
of Record (EVoR) 

Articles in Press  Full-text articles that have been accepted for 
publication in a journal and have been made 
available online to customers, and which will 
be assigned a publication date of the 
current year or a future year. 

Automated 
search 

 A search from a discovery layer or similar 
technology where multiple databases are 
searched simultaneously with a single query 
from the user interface. The end user is not 
responsible for selecting which databases 
are being searched. 

AV Play Event  A client-side play event representing the 
start of data processing made by a valid 
browser, which is not recorded concurrently 
with an event of the same type (JICWEBS) 

AV Request  A server-side indicator of a media file 
successfully served to a valid browser 
(JICWEBS) 

Book  A nonserial publication of any length 
available in print (in hard or soft covers or in 
loose-leaf format) or in electronic format. 

Book DOI  A DOI (Digital Object Identifier) registered at 
the book level and used as a unique 
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Term Examples/formats Definition 
identifier for that book. The book ISBN may 
be used for this purpose. 

Cache LOCKSS Automated system that collects items from 
remote servers to serve closer and more 
efficiently to a given population of users. 
Often populated by robots (qv). 

Chapter  A subdivision of a book or of some 
categories of reference work; usually 
numbered and titled. 

Collection Science Direct 
Backfiles, ArtSTOR 

A subset of the content of a service; a 
collection is a branded group of online 
information products from one or more 
vendors that can be subscribed to/licensed 
and searched as a complete group. 

Content Provider Any Publisher, The 
Metropolitan 
Museum, Magnum, 
JSTOR 

An organization whose function is to 
commission, create, collect, validate, host, 
distribute and trade information in 
electronic form 

Consortium Ohiolink The consortium through which the 
institution or user obtained online access. A 
consortium is defined by a range of IP 
addresses that may be in specific groupings 
(e.g. institutes) A group of institutions 
("consortium members"), defined by a group 
of IP address ranges, for which collective and 
individual usage may be reported 

Consortium 
member 

Ohio State 
University 

A university, hospital or other institute that 
has obtained access for its users to online 
information resources as part of a 
consortium. A consortium member is 
defined by a subset of the Consortium’s 
range of IP addresses. 

Customer  An individual or organization that pays a 
vendor for access to a specified range of the 
vendor’s services and/or content and is 
subject to terms and conditions agreed with 
the vendor 

Customer- 
authenticated 
user 

Referring URL, 
Athens 

User authentication is provided by a 
referring service that has an agreement with 
the online resource that allows the referring 
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Term Examples/formats Definition 
services own users access to the online 
resource 

Data Type  A classification identifying one of various 
kinds of data found in a specific data field 

Database Social Science 
Abstracts 

A collection of electronically stored data or 
unit records (facts, bibliographic data, texts) 
with a common user interface and software 
for the retrieval and manipulation of data 
(NISO) 

Database record  An individual record in a standard format, 
the collection of which in a form that can be 
processed by a computer constitutes a 
database 

Descriptive 
data/metadata 

Leonardo da Vinci, 
Mona Lisa 

Text tied to a non-textual resource (audio, 
image, video) that describes the item and 
enables the item to be searched in a 
database. 

DOI (Digital 
Object Identifier) 

 The Digital Object Identifier is a means of 
persistently identifying a piece of intellectual 
property (a creation) on a digital network, 
irrespective of its current location 
(www.doi.org) 

Duration  Records the time a user’s session lasts, to 
the nearest second 

End time Yyyy-mm-dd-hh-
mn-ss 

Records the time a user’s session ends or 
timeouts, to the nearest second, using UTC 
(Co- ordinated Universal Time, formerly 
GMT) 

Entry A dictionary 
definition 

A record of information in some categories 
of reference work. 

Federated 
Search 

MetaLib, 
MuseGlobal, 
WebFeat 

A federated search programme allows users 
to search multiple databases owned by the 
same or different vendors simultaneously 
with a single query from a single user 
interface. The end user is not responsible 
for selecting the database being searched. 

Full- Content 
Unit 

 Journals: article Books: Minimum 
requestable unit, which may be the entire 
book or a section thereof. Reference Works: 
content unit appropriate to resource (e.g. 
dictionary definitions, encyclopedia articles, 
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Term Examples/formats Definition 
biographies, etc) Non-textual resources: file 
type as appropriate to resource (e.g. image, 
audio, video, etc) (ICOLC) 

Full-text article  The complete text, including all references, 
figures and tables, of an article, plus links to 
any supplementary material published with 
it. 

Full-text item Full-text article, 
book chapter 

A category of ‘item’ such as a full-text journal 
article, a book chapter, or an encyclopedia 
entry 

Gateway SWETSwise, OCLC, 
ECO 

An intermediary online service which does 
not typically host the items requested by the 
user. The gateway will either refer the user 
to another site or service to download the 
item, or will request the item from another 
site or service and delivers it to the user 
within its own gateway environment. Items 
may be cached. 

Gold Open 
Access 

 Access, immediately upon publication and at 
no charge to the user (but usually supported 
financially by the author or the author’s 
funding agency), of peer-reviewed, full-text 
articles that have been accepted for 
publication in a journal. 

Host Ingenta, HighWire An intermediary online service which stores 
items that can be downloaded by the user 

HTML  Article formatted in HTML so as to be 
readable by a web browser Hypertext 
Markup Language. A form of text markup 
readable by web browsers. 

Imprint Pergamon A publisher brand or division, usually 
dedicated to publishing material within 
particular specialties and/or in specific 
formats (e.g. database, journal, etc.) 

Institutional 
Identifier 

 A unique, centrally registered number in an 
internationally recognised, standardised 
format that identifies each individual 
institution in the supply chain. 

Internet robot, 
crawler, spider 

 Generic terms applied to any programme 
which visits websites and systematically 
retrieves information from them, usually to 
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Term Examples/formats Definition 
create entries for a search engine Any 
automated program or script which visits 
websites and systematically retrieves 
information from them, often to provide 
indexes for search engines. 

IP Address The IP address 
seen by the 
primary service-this 
may be the real 
end- user’s IP or a 
proxy IP. This is 
always recorded, 
even if the 
authentication is 
not via IP address 

IP address of the computer on which the 
session is conducted 

ISBN 
(International 
Standard Book 
Number) 

 The International Standard Book Number 
(ISBN) is a unique 10-digit or 13-digit 
number used to identify a book. 

ISSN 
(International 
Standard Serial 
Number) 

 The International Standard Serial Number 
(ISSN) is a unique 8-digit number used to 
identify a print or electronic periodical 
publication. Periodical published in both 
print and electronic form may have two 
ISSNs, a print ISSN and an electronic ISSN. 

Issue  A collection of journal articles associated 
with each other via allocation of a specific 
issue number and presented as an 
identifiable unit online and/or as a physically 
bound and covered set of numbered pages 
in print. 

Issue date dd-mm-yyyy;dd=1, 
if monthly or less 
frequent 

The date of release by the publisher to 
customers of a journal issue 

Item Full text article, 
TOC, Abstract, 
Database record 

A uniquely identifiable piece of published 
work that may be: a full-text article (original 
or a review of other published work); an 
abstract or digest of a full-text article; a 
sectional HTML page; supplementary 
material associated with a full-text article 
(e.g. a supplementary data set), or non- 
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Term Examples/formats Definition 
textual resources, such as an image, a video, 
or audio). 

Item requests  Number of items requested by users as a 
result of a user request, action, or search. 
User requests include viewing, downloading, 
emailing and printing of items, where this 
activity can be recorded and controlled by 
the server rather than the browser. 
Turnaways will also be counted. (See 3.1.5.4) 

IP Address  IP address of the computer on which the 
session is conducted The identifying 
network address (typically four 8-bit 
numbers, aaa.bbb.cc.dd) of the user's 
computer or proxy. 

Journal Tetrahedron 
Letters 

A serial that is a branded and continually 
growing collection of original articles within 
a particular discipline 

Journal DOI  A DOI (Digital Object Identifier) registered at 
the journal level and used as a unique 
identifier for that journal. 

Licensee  = Subscriber (see 3.3.1 above) 
Link-in  Direct access to resources on the site that 

are a result of the user clicking a link on 
another site. The domain name of the site 
where the link originated to be recorded. 
(EBSCO) 

Link-out  Linking from one online resource to 
another. The act of clicking the link and 
moving to a page on another site. Generally 
used to measure activity for library-
configurable links as might be found in a link 
server. The domain name of the target of 
the link in the transaction to be recorded. 
(EBSCO). 

Logfile analysis  Logfile analysis is a method of collecting 
usage data in which the web server records 
all of its transactions 

Mobile device Mobile computer, 
tablet computer, 
mobile phone, 
pager 

A small, hand-held computing device, 
typically having a display screen with touch 
input and/or a miniature keyboard. 
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Term Examples/formats Definition 
Multimedia Full 
Content Unit 

Audio, image, video An item of non-textual media content such 
as an image, streaming or downloadable 
audio or video files. (Does not include 
thumbnails or descriptive text/metadata) 

Non-textual 
resources 

Image, audio, video Non-textual material that is published 
either: a) in an online journal, book or other 
publication that is often associated with a 
full text article, encyclopedia entry, or other 
textual material; or b) in a database or 
digital library composed exclusively of non-
textual content and descriptive test about 
that content. COUNTER allows four 
categories of non-textual resource: image, 
video, audio and other. 

Online ISSN Free text format 
(up to 13 
characters in 
future) 

Unique International Standard Serial 
Number assigned to the online version of a 
journal or a book series by the national ISSN 
agency of the country from which the 
journal is published.(See ‘Print ISSN’) 

Onsite usage  Computer being used to access the online 
resource is within a building or on the 
campus of an institution (EBSCO) 

Open Access 
(Gold) 

 See ‘Gold Open Access’ 

Page  One side of one leaf (of a book, reference 
work, journal, etc.) or the written or pictorial 
matter it contains. 

Page tag  Page tagging is a method of collecting usage 
data which uses, for example, JavaScript on 
each page to notify a third-party server 
when a page is rendered by a web-browser. 

PDF  Portable Document Format, file formatted 
for the Adobe Acrobat reader. Items such as 
full-text articles or journals published in PDF 
format tend to replicate the printed page in 
appearance 

Platform  An interface from an Aggregator, Host, 
Publisher or Service that delivers the 
content to the user and that counts and 
provides the COUNTER usage reports. 
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Term Examples/formats Definition 
Postscript  Article formatted in Postscript for faithful 

output via printer 
Print ISSN Free text format 

(up to 13 
characters in 
future) 

Unique International Standard Serial 
Number assigned to the print version of a 
journal or a book series by the national ISSN 
agency of the country from which the 
journal is published. Each ISSN is a unique 
identifier for a specific continuing resource. 
ISSNs are applicable to most continuing 
resources, whether past, present, or to be 
produced in the future, whatever the 
medium of production. Continuing 
resources are issued over time with no 
predetermined conclusion. ISSNs are 
assigned to the entire population of serials 
and most integrating resources. (General 
Assembly and Board of ISSN Network) 

Proprietary 
Identifier 

 A unique identifier given by publishers and 
other content providers to a product or 
collection of products. 

Publisher Wiley Blackwell, 
Cambridge 
University Press 

An organization whose function is to 
commission, create, collect, validate, host, 
distribute and trade information online 
and/or in printed form 

Record View  A Successful Request for a database record 
that has originated from a set of search 
results, from browsing the database, or 
from a click on another database record. 
(Only full database records may be counted, 
not Previews of Records). 

Reference Work Dictionary, 
encyclopedia, 
directory, manual, 
guide, atlas, 
bibliography, index. 

An authoritative source of information 
about a subject: used to find quick answers 
to questions. 

References  A list of works referred to in an article or 
chapter, giving sufficient detail to enable the 
identification and location of each work 

Remote usage  Computer being used is off-campus, or away 
from the Institution’s property, e.g. access 
by a user from home 
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Term Examples/formats Definition 
Reporting Period  The total time period covered in a usage 

report 
Result Click  A click originating from a set of search 

results; i.e. the same as a Search Click 
(JICWEBS) 

Search (Regular)  A user-driven intellectual query, typically 
equated to submitting the search form of 
the online service to the server 

Section Chapter, entry The first level of subdivision of a book or 
reference work. 

Sectioned HTML  Journals that offer Full-text HTML include 
two types of full-text HTML options: the 
complete HTML file and a Sectioned HTML 
file. Full-text HTML files can be quite large 
and require some scrolling. Jump links are 
provided to help navigate the article. The 
Sectioned HTML link will display sections of 
the article, providing navigational links to 
move from one section to another. 
Displaying each section as a different file 
allows the flexibility to print or download 
only portions of the article and in a shorter 
amount of time than may be experienced 
with the article as one file. (Scitation AIP) 

Serial  A publication in any medium issued in 
successive parts bearing numerical or 
chronological designations and intended to 
be continued indefinitely. This definition 
includes periodicals, newspapers, and 
annuals (reports, yearbooks, etc.); the 
journals, memoirs, proceeding, transactions, 
etc. of societies; and numbered 
monographic series (NISO) 

Service Science Direct, 
Academic Universe 

A branded group of online information 
products from one or more vendors that 
can be subscribed to/licensed and searched 
as a complete service, or at a lower level 
(e.g. a collection). 

Session  A successful request of an online service. It 
is one cycle of user activities that typically 
starts when a user connects to the service or 
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database and ends by terminating activity 
that is either explicit (by leaving the service 
through exit or logout) or implicit (timeout 
due to user inactivity) (NISO) 

Start time Yyyy-mm-dd-hh-
mn-ss 

Records the time a user’s session begins 
(first login or IP authentication), to the 
nearest second, using UTC (Co-ordinated 
Universal Time, formerly GMT) 

Subscriber  An individual or organization that pays a 
vendor in advance for access to a specified 
range of the vendor’s services and/or 
content for a pre- determined period of time 
and subject to terms and conditions agreed 
with the vendor. 

Successful 
request 

 For web-server logs successful requests are 
those with specific return codes, as defined 
by NCSA  For streaming media the start of 
the AV Play will be counted as the successful 
request. ( The start of the AV Play may be 
measured either by a (client side) AV Play or 
by a (Server Side) AV Request 

Timeout  Automatic termination of a session due to a 
period of user inactivity. The average 
timeout setting would be 30 minutes. If 
another timeout period is used this should 
be reported. (NISO) 

Title Journal, Book, 
Reference Work 

The designation of a separate bibliographic 
whole, whether issued in one or several 
volumes, reels, discs, slides, or other parts. 
(NISO) 

TOC (Table of 
Contents) 

 Journals: A list of all articles published in a 
journal issue. Books and reference works: a 
list of all articles or chapters published in 
the book or reference work. 

User  An individual with the right to access the 
online resource, usually provided by their 
institution, and conduct a session 

Username and 
Password 

 No definition required 

Vendor Wiley, Oxford 
University Press 

A publisher or other online information 
provider who delivers its own licensed 
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content to the customer and with whom the 
customer has a contractual relationship 

Volume Alpha-numeric, no 
leading zeros 

Journals: Numbered collection of a 
minimum of one journal issue; in printed 
form, volumes of more than one issue are 
not normally bound together by the 
publisher, but are frequently bound 
together in hardback by the purchasing 
library to aid preservation of the printed 
product. Books: Numbered collection of 
articles, chapters, or entries that is part of a 
larger, multi-volume work, either published 
together or serially. 

Year  Calendar year in which an article, item, issue 
or volume is first published in any medium 

 

Appendix B: Vendor/Aggregator/Gateway 

Declaration of COUNTER Compliance 
We <name of vendor/aggregator/gateway> (‘The Company’) hereby confirm the 
following: 

1. That the online usage reports that are supplied by The Company to its 
customers, and which The Company claims to be ‘COUNTER-compliant’, 
conform to Release 4 of the COUNTER Code of Practice for E-resources: < list 
COUNTER-compliant reports, ‘Journal Report 1, etc...> 

2. The Company agrees that it will implement the protocols specified in Section 
5 of Release 4 of the Code of Practice to correct for the effects of federated 
searches and internet robots on usage statistics. 

3. Where The Company supplies to customers online usage statistics not 
included in the usage reports covered in 1 above, but which use terms 
defined in the COUNTER Code of Practice, that the definitions used by The 
Company are consistent with those provided in the COUNTER Code of 
Practice. 

4. The Company will pay to COUNTER the Vendor Registration Fee 
(£250/US$500), unless The Company is a Member of COUNTER in good 
standing, for whom this fee is waived. 
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5. That to maintain COUNTER-compliant status, the usage reports provided by 
The Company to its customers will be independently audited according to a 
schedule and standards specified by COUNTER. 

Signed: 

Name: 

For and on behalf of<name of vendor/aggregator/gateway> Address: 

Email address: 

Upon receipt of this signed Declaration by the COUNTER office, and upon 
payment ( where the Company is not a member of COUNTER) by The Company 
of the Vendor Registration Fee, The Company will be listed on the Register of 
Vendors Providing COUNTER-compliant Usage Reports 

This Declaration may be scanned and emailed 
to:lorraine.estelle@counterusage.org. Cheques should be made payable to 
‘Project COUNTER’ and mailed to: COUNTER, 25 Egbert Road, Winchester, SO23 
7EB 
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Appendix C: SUSHI 
SUSHI (the Standardized Usage Statistics Harvesting Initiative) is a NISO standard 
(ANSI/NISO Z39.93-2007) that defines an automated request and response 
model for the harvesting of electronic resources usage data utilizing a Web 
services framework. It replaces the time-consuming user-mediated collection of 
usage statistics reports. 

The SUSHI protocol is designed to be both generalised and extensible, meaning 
it may be used to retrieve a variety of usage reports. A SUSHI extension is 
designed specifically to work with COUNTER reports is provided within the 
standard. The standard is built on SOAP (Simple Object Access Protocol) for 
transferring request and response messages. The GetReport method is used for 
transferring ReportRequest as the input message and returning ReportResponse 
as the output message. 

The standard includes a versioned Web Services Description Language (WSDL), 
to describe the Web service namespace and operations, and a generalized XML 
schema with the syntax of the SUSHI protocol. Rules for report naming are 
outlined and complemented by an external reports registry, which provides for 
the definition of both COUNTER and non-COUNTER reports. 

SUSHI and the COUNTER audit 

Implementation of the SUSHI protocol is a requirement for compliance with the 
COUNTER Code of Practice and vendors will be required to demonstrate, as part 
of the independent COUNTER audit that they have successfully implemented 
SUSHI, are listed on the SUSHI Server Registry, and that customers can 
download their COUNTER usage reports using SUSHI. 

Further information on SUSHI 

Comprehensive information on SUSHI is available on the NISO/SUSHI website 
(http://www.niso.org/workrooms/sushi/ ). As well as full documentation on the 
standard itself, the SUSHI website provides: 

• Information on Getting Started 
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• SUSHI Tools 
• SUSHI Schemas 
• SUSHI Reports Registry 
• SUSHI Server Registry 
• SUSHI Developers List 
• SUSHI FAQs 
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Appendix D: Guidelines for Implementation  

Introduction 

For ease of reference, the numbering used in this Appendix corresponds to that 
of the Code of Practice itself; where appropriate the relevant section of the Code 
of Practice text is quoted. 

Section 4: Usage Reports 

Nomenclature of vendor-specific reports derived from the COUNTER Usage 
Reports 

In addition to providing the official COUNTER usage reports specified in the Code 
of Practice, vendors may, in addition, provide modified versions of these reports 
with, for example, additional data that customers may have requested. Vendors 
must not, however, use the COUNTER Report names in association with these 
modified reports, or include any part of the COUNTER report names in the titles 
of such reports. Vendors may, however, mention in a footnote to a modified 
report the COUNTER report from which the modified report is derived. 

4.1: Example Usage Reports 

Institutional Identifier 
The ISNI (International Standard Name Identifier) should be used as the 
Institutional Identifier, where this is required in the COUNTER Usage Reports. 

The International Standard Name Identifier (ISNI) is an ISO standard (ISO 27729) 
that identifies public identities of parties. The ISNI is not intended to provide 
direct access to comprehensive information about a Public Identity - instead, it is 
designed as a ‘bridge identifier’ to link between systems where comprehensive 
information is held. 

For further information on ISNI and its application to institutions see: 
http://www.isni.org/how-it-works 

ISNI Syntax 
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An ISNI consists of 16 numerical digits. Example: ISNI 1234 1234 1234 1234 
Examples of ISNI numbers are as follows: 

New York University: 0000 0001 2169 8901 
Eidgenossische Technische Hochschule Zurich: 0000 0001 2156 2780 
Shanghai University: 0000 0001 2323 5732 
University of Tokyo: 0000 0001 2169 1048 
University of Oxford: 0000 0001 2172 3089 
International Business Machines Corp. (IBM): 0000 0001 2184 5342 
Ministry of Health and Family Welfare, India: 0000 0001 0721 7403 

 
Filing order of journal titles 
For journal titles beginning with a definite or indefinite article (in any language) 
this definite or indefinite article should be disregarded in the filing order of the 
list of titles in the COUNTER usage reports. 

Categories of content covered by the COUNTER usage reports 
Release 4 of the COUNTER Code specifically covers journals, databases, 
books/reference works and multimedia content. Each of these important 
categories of content has its own group of usage reports, which are listed in 
Section 4 of the Code of Practice. It is recognized, however, that while these 
categories cover a large proportion of the online content purchased by librarians 
and library consortia, they do not cover everything. The COUNTER Usage Reports 
are, however, sufficiently flexible to allow other categories of content to be 
covered. Each case is judged on its own merits, but examples include: 

• Newspaper articles: where a collection of full text articles includes articles 
from periodical publications, such as newspapers, that are not journals 
and which may not have an ISSN number, usage of such articles may be 
counted in the Journal Reports, as they are serial publications that 
constitute part of a package of content that has been purchased by a 
customer. 

• Reports: reports that have neither an ISSN nor an ISBN may be part of a 
collection of online content that includes books and/or journals. Usage of 
such reports may be counted in the appropriate COUNTER journal or 
books reports (but not in both) 
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• Supplementary data sets, video clips, etc.: it is acknowledged that an 
online journal, for example, is more than a collection of articles and that a 
growing portion of the value of an online journal lies in the supplementary 
data and other features to which the user has access. To enable vendors 
to record the usage of such features, COUNTER has expanded the scope 
of Journal Report 3. 

Changing access models/content structure and the COUNTER usage reports 
COUNTER acknowledges that measures used to assess the value and impact of 
publications should take into account not only the evolving structure of content, 
but also changing access models, both of which affect how users interact with 
content. At the same time, in order to provide robust, comparative data, a metric 
must be stable over time. COUNTER tries to combine the need for both stability 
and flexibility by specifying, on the one hand, a set of core usage reports that 
measure basics, such as successful requests for full-text articles (Journal Report 
1) and on the other hand a number of optional additional usage reports that 
allow more flexible and more granular reporting of usage. Journal Report 3, 
which provides a framework for the reporting usage of a wider range of page 
types and activities (such as article sub-sections), supplementary data and usage 
on mobile devices, is a good example of such a report. Vendors may select the 
page type/activity that is most appropriate to their own content from the 
extensive list of options provided in Journal Report 3. 

JR1 GOA: Gold Open Access (GOA) is defined as access, immediately upon 
publication and at no charge to the user (but usually supported financially by the 
author or the author’s funding agency), of peer-reviewed, full-text articles that 
have been accepted for publication in a journal. . In order to make 
allowances for administrative and system delays that may occur in recording 
GOA status, COUNTER allows ‘immediately upon publication’ to extend to no 
more than 7 days following online publication of an article. 

Access Denied: Content Item Not LIcenced (JR2, DB2, BR3) 
Examples of events that can be used as a proxy for counting an Access Denied; 
Content Not Licenced.include: 
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• Abstract View, when the user does not have the right to continue to view 
the corresponding full-text article 

• A ‘Not Entitled’ message 

Note: Access denied to a user by a vendor temporarily, due to suspected abuse, 
should not be counted in JR2, DB2 or BR3. 

Vendors should contact COUNTER if they have queries about the categories of 
event that may be used as proxy for Access Denied; Content Item Not Licenced 

Journal Report 1b 
The purpose of Journal Report 1b is to enable vendors to consolidate usage of 
journals from different Platforms in one report. All Platforms included in Journal 
Report 1b must be COUNTER compliant. 

Journal Report 5 
To enable Years of Publication (YOPs) that are part of a vendor/publisher archive 
to be distinguished from those that are not, an attribute is included in the XML 
to allow the archival YOPs to be flagged. This facilitates the automatic processing 
of JR5s by ERMs etc 

Database Reports 
Two new metrics, Result Clicks and Record Views, are included in the Release 4 
database reports. Both terms are defined in Appendix A (Glossary of Terms). 

The purpose of these two new metrics is to provide customers with additional 
insights into the usage and value of the databases they have purchased, beyond 
the ‘Search’ counts already reported. 

Result Clicks simply report the number of times that users click on a set of 
search results, which is indicative of the value of such search results. The result 
click is counted irrespective of whether it takes the user to an internal record 
within the database searched, or to an external resource. 

Record Views count the number of times that textual records within the 
database(s) listed in a COUNTER Database Report are viewed (and not reported 
in other COUNTER Reports), irrespective of whether these records are reached 
from a set of search results or via browsing the database. Typical examples of 
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Records to be counted in the Database Reports are: text abstracts, molecular 
structures, and chemical reactions. Full-text journal articles, book chapters, or 
multimedia full-content units are not treated by COUNTER as Records to be 
covered in the Database Reports and their usage should be reported in the 
relevant COUNTER Journal, Book or Multimedia reports. 

Section 5: Data processing 

‘Only successful and valid requests should be counted. For webserver-logs 
successful requests are those with a specific return code. The standards for 
return codes are defined and maintained by NCSA.’ 

Requirement for Implementation: 

Return codes that indicate a successful or valid request are specified in agreed, 
international web standards and protocols. The relevant governing document 
for hypertext protocols is RFC2068, which contains definitions for each Return 
Code number. There are five categories of return code numbers: 

• 1xx (Information): this category provides information on a request, and 
often indicates that the user has come upon an experimental application. 

• 2xx (Success): reserved for successful responses. This category of code is 
not usually seen by the user, but their browser will receive them and will 
know that whatever request was sent by the browser was received, 
understood and accepted. 3xx (Redirection): indicates the need for further 
action by the user’s browser. User action may not be necessary, as the 
browser may deal with it automatically. 

• 4xx (Client Error): this category of code is the one most frequently seen by 
the user and indicates an error. 

• 5xx (Server Error): indicates where the server knows it has made an error, 
or is not capable of answering the request. 

Categories 2xx and 3xx are relevant to Section 5a of the COUNTER Code of 
Practice, which deems that only the following specific return codes indicate a 
successful or valid request: 

• 200 (OK) The request was successful and information was returned. This 
is, by far, the most common return code on the web. 
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• 304 (Not modified) In order to save bandwidth a browser may make a 
conditional request for resources. The conditional request contains an ‘If-
Modified-Since’ field and if the resource has not changed since that date 
the server will simply return the 304 code and the browser will use its 
cached copy of the resource. 

Requests that result in any other return codes within the 2xx and 3xx categories 
must not be counted. This exclusion covers: 

• 206 (Partial content) This indicates that the server has only filled part of a 
specific type of request. 

• 301 (Moved permanently): The addressed resource has moved, and all 
future requests for that resource should be made to the new URL. 
Transfer to the new location may be automatic or may require manual 
intervention by the user. Either way, a successful request to the new 
location will generate a 200 return code. 

• 302 (Moved temporarily) This indicates that the content has moved while 
the page requested still has the same URL. The page is, therefore, not 
retrieved and must not be counted. 

• 303 (See other) The response to the browser’s request can be found 
elsewhere. Automatic redirection may take place to the new location. 

Full information on the five categories of http return codes and their definitions 
may be found at: http://www.w3.org/Protocols/rfc2068/rfc2068 goto: Chapter 10 
(pp 53- 64): Status Code Definitions. More summarised information may be 
found at: 
http://www.cknow.com/faqs/What/404andOtherHTTPReturnCode.html. 

Guidelines for processing and filtering the raw usage data 

The filtering of the ‘raw’ usage data needs to go through a number of 
consecutive steps in order to meet the COUNTER requirements. 

Step 1: Sorting the data file. 

The file to be used for reporting should be sorted chronologically by user. The 
following options for a user exist: 

http://www.cknow.com/faqs/What/404andOtherHTTPReturnCode.html
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1. Where only the IP address of a user is logged, that IP should be taken as 
the field to sort by. 

2. When a session-cookie is implemented and logged, the session-cookie 
should be used to sort by. 

3. When user-cookies are available and logged, the user-cookie should be 
used to sort by. 

4. When the username of a registered user is logged, this username should 
be used to sort by. 

Step 2: Remove all records with a return code other than ‘200’ and ‘304’ 

Step 3: Run the ‘double-click-removal’ script. (The time window for a double click 
may now be set at 30 seconds for all document types.) 

The following example illustrates how this script should work: 

A user requests the HTML format of one and the same item four times within 
the following time intervals: 

• Request 1 — 09:51:10 
• Request 2 — 09:51:39 
• Request 3 — 09:52:12 
• Request 4 — 09:52:34 

Applying the double-click filter to the above example has the following results: 
comparing Requests 1 and 2 removes Request 1 and retains Request 2; next, 
comparing Request 2 with Request 3, retains both Request 2 and Request 3 as 
more than 30 seconds have elapsed between these two requests; next, 
comparing Request 3 with Request 4 removes Request 3 and retains Request 4, 
as less than 30 seconds have elapsed between Requests 3 and 4. Thus, applying 
the double-click filter to the above example results in two Successful Requests 
being recorded. 

The same procedure applies to all formats of an item, including HTML, PDF, 
video clips, etc. 

 



pg. 69 

Guidelines for counting usage of individual sub-sections of an 
article 

In JR-1, JR-1GOA, JR-1a, and JR5 only usage of full-text articles may be reported. 
Where a full-text article is downloadable in sub-sections, only the first successful 
request for a sub-section of a full-text article may be counted in JR-1, JR-1GOA, 
JR1-a and JR-5. Subsequent requests for other sub-sections of the same article 
within 30 seconds of each other must be filtered out. Article abstracts may not 
be reported in any of the above COUNTER Reports. 

Usage of individual sub-sections of full-text articles, as well as abstracts, may be 
reported in the optional reports JR-3, JR-3M, TR-3 and TR3-M. 

Requirements for recording and reporting usage in Database 
Report 1 (DB-1) and Platform Report 1 (PR-1) when databases 
may be searched individually or as a group, as part of a Platform 

Many databases are offered by vendors as part of a platform that typically 
covers a number of databases. 

Database Report 1 (DB-1) should report usage of each database, and Platform 
Report 1 (PR-1) should report usage of each platform, as illustrated in the 
following example: 

A vendor offers a set of 5 databases (A, B, C, D and E) as part of Platform X. The 
user may search each database individually, or may specify searches across a 
group of 2 or more databases. Usage should be reported as follows in DB-1 and 
PR-1 for the scenarios below: 

Scenario 1: 
• User makes 1 search across ‘All Databases’. 
• Vendor should report: 

o 1 search in PR-1 and also 
o 1 search in DB-1 for each database (A, B, C, D and E) 

Scenario 2: 
• User makes 1 search in Database E only. 
• Vendor should report: 

o 1 search in PR-1 and also 
o 1 search in DB-1 for Database E 
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Scenario 3: 
• User makes 1 search, selecting two Databases (C and D) to search in. 
• Vendor should report: 

o 1 search in PR-1 and also 
o 1 search for Database C in DB-1, and 1 search for Database D in DB-

1 

Results if usage is reported correctly for all three of the scenarios described 
above, then the vendor’s DB-1 and PR-1 reports should report the following: 

• PR-1 reports 3 searches in total for Platform X 
• DB-1 reports 8 searches in total – 

o 1 for Database A (from the search in Scenario 1) 
o 1 for Database B (from the search in Scenario 1) 
o 2 for Database C (from the searches in Scenarios 1 and 3) 
o 2 for Database D (from the searches in Scenarios 1 and 3) 
o 2 for Database E (from the searches in Scenarios 1 and 2) 

Guidelines for identifying abnormal spikes in usage 

The Guidelines below are designed to provide simple, easily implementable, 
criteria that may be used to flag unusual spikes in usage, for further 
investigation. They may be applied to usage data in any of the monthly 
COUNTER usage reports. 

Positive Spike in Usage: Reported usage may be too high ( a Positive Spike) if, in a 
specific month, the reported usage at a particular customer for an individual 
product is at least one hundred units of measurement greater than 300% ( three 
hundred percent) above the previous twelve month average. 

Negative Spike in Usage: Reported usage may be too low ( a Negative Spike), if, in 
a specific month, the reported usage at a particular customer for an individual 
product is less than 1% (one percent) of the previous twelve month average 
usage. (Note: the average usage of that product in the previous twelve months 
should be at least twenty units of measurement). 

The above approaches will provide only an indication of possible abnormal 
usage or another unusual event and should therefore be used as a prompt for 
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human intervention to take a closer look at the numbers. It should be noted that 
negative spikes may occur as a result of relatively high usage in a different 
month which may or may not fulfil the requirements for a positive spike. 

Protocol for ReadCube, Mendeley, and other tools for 

downloading and managing PDF files 

ReadCube and Mendeley are examples of tools designed to help researchers 
download and organize articles that are of interest to them. ReadCube, for 
example, incorporates a tool that allows users to download PDF versions of 
articles in a single step. When the user clicks on the PDF download button for 
that document he is presented with a choice of continuing to the regular PDF, or 
viewing the enhanced PDF. Irrespective of which choice they make, the view is 
counted as a successful PDF request in the COUNTER reports. The downloaded 
article can be saved as a regular PDF for later reading in Acrobat, or as an 
enhanced PDF to their desktop instance of ReadCube. Any further usage is not 
recorded in the COUNTER reports. This protocol should also be followed for 
Mendeley and other similar tools. 

Protocol for detecting a mobile device 

The following optional additional reports enable usage on mobile devices to be 
reported separately: 

• Journal Report 3 Mobile: Number of Successful Item Requests by Month, 
Journal and Page Type for usage on a Mobile Device 

• Title Report 1 Mobile: Number of Successful Requests for Journal Full-text 
Articles and Book Sections by Month and Ttle ( formatted for normal 
browsers/delivered to mobile devices AND formatted for mobile 
devices/delivered to mobile devices) 

• Title Report 3 Mobile: Number of Successful Requests by Month, Title and 
Page Type (formatted for normal browsers/delivered to mobile devices 
AND formatted for mobile devices/delivered to mobile devices) 

COUNTER will recognize as usage on a mobile device, which may be reported in 
the above reports, any usage that meets one of the following criteria: 
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• useragents that are included in the WURFL list. WURFL is the Wireless 
Universal Resource FiLe, a database containing the profile of mobile 
devices; this database may be found at: http://wurfl.sourceforge.net/ 

• usage via a proprietary mobile App provided by the publisher/content 
provider 

Vendors must indicate on their sites, preferably in the usage reporting area, 
which of the above criteria they are using to identify mobile devices. 
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Appendix E: Auditing Requirements and Tests 

General Auditing Requirements  

Audit Philosophy 

The COUNTER audit procedures and tests set out in this Appendix seek to 
ensure that the usage reports provided by vendors are in line with the COUNTER 
principles of credibility, consistency and comparability and follow uniform 
agreed procedures. To this end, the audit seeks to mirror the activity of an 
institution (a customer) carrying out usage on the vendor’s platform. 

Third party hosts and vendors 
There are two broad categories of third party vendors that must be taken into 
account for usage statistics reporting and each has additional audit 
requirements. These categories are: 

• Third party hosts: some publishers have their online content hosted by a 
third party, which provides standard usage statistics reporting as part of a 
broader hosting service. In these cases it is the third party host that is 
audited and the third party vendor must provide the auditor with a list of 
all publishers hosted by them. The auditor will then select two publishers 
at random from the list and carry out the audit tests as specified below on 
both for the relevant categories of publication. . 

• Third party vendors providing bespoke usage reporting services: some 
publishers use vendors that provide bespoke usage statistics reporting 
services where the models used may differ significantly for each client 
publisher. In this case a higher number of audits may be required, In this 
case the third party vendor must provide the auditor with a list of all their 
client publishers. The auditor will then aim to select 10% of the publishers 
(up to a maximum of 5 ,with a minimum of 2) from this list and carry out 
the audit tests specified below for the relevant categories of publication. 

No two third party hosts/vendors are exactly alike; prior to the audit each 
vendor should discuss with COUNTER how they provide usage statistics so that 
COUNTER can advise which of the two categories above applies to them. 
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Auditing and test-scripts 

There are three stages in the COUNTER audit: 

• Stage 1: Format: here the usage reports are tested to confirm that they 
adhere to the COUNTER specification, not only in terms of overall format, 
but also that relevant identifiers, such as ISSNs and ISBNs, are presented 
correctly. Deviations from the specified COUNTER format, such as blank 
rows or incorrectly formatted ISSNs, can cause problems when the 
COUNTER usage reports are processed automatically. 

• Stage 2: Data Integrity: here the auditor checks that the usage statistics 
reported by the vendor accurately record the activity carried out by the 
auditor during the audit. This includes checking that the vendor provides 
consistent usage statistics when its reports are accessed using different 
browsers, with Google Chrome, Internet Explorer and Mozilla Firefox as a 
minimum. (COUNTER will review the three selected browsers annually and 
the selection may change in the future, depending on which browsers are 
most widely used). 

• Stage 3: Report Delivery. Here the auditor tests that the vendor has 
implemented SUSHI correctly and that its reports may be accessed using 
SUSHI according to the instructions supplied by the vendor (which must 
comply with the NISO / COUNTER SUSHI standard). Implementation of 
SUSHI is a requirement for Release 4 compliance and is covered by the 
Declaration of COUNTER Compliance signed by all Release 4 compliant 
vendors. Delivery of reports via Excel or .tab separated value (tsv) file will 
still be required as specified in the COUNTER Code of Practice. 

COUNTER has defined specific audit test-scripts for each of the COUNTER 
required usage reports. As vendors may work with different auditors, the test-
scripts will ensure that each auditor will follow an identical auditing procedure 
and result measurement. 

This audit is not in a position to express an opinion as to usage reported in 
respect of any other accounts or institutions, or as to aspects of the Code of 
Practice not specifically tested below. Release 4 compliant Vendors are 



pg. 75 

reminded, however, that their signed Declaration of COUNTER compliance also 
covers these aspects of the Code of Practice. 

Frequency of the audit 
To maintain COUNTER-compliant status an independent audit is required within 
6 months of a vendor being listed in the Register of COUNTER Compliant 
Vendors, and annually thereafter (except for vendors that are members of 
COUNTER in the Smaller Publisher category, which may be audited biennially, 
with permission from COUNTER). Failure to meet these audit requirements will 
result in a vendor losing its COUNTER-compliant status. 

COUNTER Usage Reports for which an independent audit is required 
Independent audits are required for the COUNTER Reports listed in Table 1 
below. (Vendors may also request that the Optional Additional COUNTER 
Reports be audited, but this is not a requirement for COUNTER compliance). 

Report Description Status 
Journal Report 1 Number of Successful Full-Text 

Article Requests by Month and 
Journal 

Standard 

Journal Report 1 GOA Number of Successful Gold Open 
Access Full-Text Article Requests 
by Month and Journal 

Standard 

Journal Report 1a Number of Successful Full-Text 
Requests from an Archive by 
Month and Journal 

Optional, but 
requires audit if this 
report is provided 

Journal Report 2 Access Denied to Full-Text Article 
Requests by Month, Journal, and 
Category 

Standard 

Journal Report 5 Number of Successful Full-Text 
Article Requests by Year-of-
Publication (YOP) and Journal 

Standard 

Database Report 1 Total Searches, Result Clicks and 
Record Views by Month and 
Database 

Standard 

Database Report 2 Access Denied by Month, 
Database and Category 

Standard 

Platform Report 1 
(formerly Database 
Report 3) 

Total Searches, Result Clicks and 
Record Views by Month and 
Platform 

Standard 
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Report Description Status 
Book Report 1 Number of Successful Title 

Requests by Month and Title 
Standard 

Book Report 2 Number of Successful Section 
Requests by Month and Title 

Standard 

Book Report 3 Access Denied to Content Items 
by Month, Title and Category 

Standard 

Book Report 4 Access Denied to Content items by 
Month, Platform and Category 

Standard 

Book Report 5 Total Searches by Month and Title Standard 
Multimedia Report 1 Number of Successful Full 

Multimedia Content Unit Requests 
by Month and Collection 

Standard 

Note: 

1. Vendors reporting usage of journals must provide, and have audited, 
all of the Standard Journal Reports listed above, with the exception of 
Journal Report 1 GOA, which applies only to those vendors that publish 
Gold Open Access articles in their journals. 

2. Vendors reporting usage of databases must provide, and have audited, 
Database Report 2, as well as either Database Report 1 OR Platform 
Report 1 (both may be required, depending on the organization of the 
database and platform). 

3. Vendors reporting usage of books and reference works must, as a 
minimum, provide, and have audited, the following reports:  
1. Either Book Report 1 OR Book Report 2 
2. Book Report 3 OR Book Report 4 
3. Book Report 5 OR Platform Report 1 

4. Vendors reporting usage of databases consisting largely or exclusively 
of multimedia content must provide, and have audited, Multimedia 
Report 1 

5. Vendors providing Consortium Report 1, Consortium Report 2, or 
Consortium Report 3 must also have these usage reports audited. 
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General conditions for carrying out an audit test 
COUNTER has defined a reporting period as a calendar month. A report pulled 
for any given month will reflect all activity of a customer for the entire month in 
question. 

As a consequence this applies also to auditing activity; an auditor should always 
finalize the audit tests within one and the same calendar month. During the 
audit period, all activity on the audit accounts not instigated by the auditor 
should be prevented, as this will make the test reports unreliable and may result 
in further audit tests. 

To prevent any collision of reported data, an auditor should be allowed to set-up 
and maintain separate accounts for each of the audit tests. All accounts should 
be set up in such a way that only the auditor carrying out a test can access the 
vendor’s site. 

Prior to the audit, the vendor must supply to the auditor: 

1. Account details for at least 2 separate institutional accounts with access to 
all areas required to be tested; 

2. Account details for a parent (consortium) account able to view aggregated 
usage and consortium reports for the 2 accounts above; 

3. Links to download usage reports in all required formats. COUNTER usage 
reports must be provided as a Microsoft Excel file, a TSV file, or a file that 
can be easily imported into Microsoft Excel pivot tables and in XML format 
in accordance with the COUNTER XML schema that is specified in the 
SUSHI protocol. 

4. Confirmation of whether separately purchasable archives are available. 
5. A declaration that federated and automated searches have been 

disaggregated from any searches reported. ( see Code of Practice p 26 for 
further information on the protocols that apply to federated and 
automated searches) 

6. Where server-side caching is implemented, information on cache settings 
used (Server-side caching can cause a discrepancy between the usage 
recorded in the audit tests and that reported by the vendor. Iinformation 
on cache settings enables the auditor can take them into account when 
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evaluating the results of the PDF parts of the JR1-2 and BR2-2 tests. If the 
vendor does not provide this information the auditor is likely to carry out 
further audit tests that may incur additional audit costs.) 

The Required Audit Outputs 

The auditor will provide COUNTER with a summary report providing, as a 
minimum, the following information: 

1. The name of the vendor; 
2. The Audit Period and Date; 
3. The usage report(s) tested; 
4. For each usage report tested, the test results, indicated as a % of the 

reported figures over the expected. 
5. A summary of any material issues noted with the Format / Structure, 

Data Integrity, and Delivery of the vendor’s reports. If there are no 
issues, a PASS should be noted; 

6. A clear indication if the overall outcome for the audit is a PASS, 
QUALIFIED PASS, or FAIL. 

7. Any other comments relating to the audit worthy of consideration by 
the COUNTER EC. 

Table 2. Example Audit Report 

Vendor <NAME>  

Audit 
Period 

 

<MONTH/YEAR
> 

 DATE  <MONTH/YEAR> 

 Report Test 
Result 

Format / 
Structur
e 

Data 
Integrity 

 

Delivery 
 Opinion  Comments 

1 JR-1 100% PASS PASS PASS PASS None 
  2   DB-3   112%  Format 

not as 
required 

Double 
Countin
g in X 
Journal 

SUSHI 
provide
d wrong 
reports 

  FAIL   Server outage caused reporting issues 

 3  DB-2  100% Addition
al 

 PASS  PASS  

QUALIFIED 
PASS 

 Client has committed to resolve format 
issues within 2 weeks. 
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Column 
noted 

 4  DB3  100%  PASS  PASS  PASS  PASS This was conducted as a Platform audit, 
checking sites <A> and <B>. 

5 Etc. Etc. Etc. Etc. Etc. Etc. Etc. 
 
It is of course possible that a vendor may submit multiple reports for audit, 
some of which may PASS their audit-tests and others which may FAIL. Hence, the 
results of testing for each report should be submitted on a separate line. For a 
vendor to maintain COUNTER compliant status each audited report must PASS. 

The Required Audit Tests 

Stage 1. FORMAT: checking the report lay-out and file-format 

against the Code of Practice 

The auditor will check whether each of the reports listed in this Appendix 
complies with the report examples and descriptions as made available in the 
COUNTER Code of Practice. 

The following items need to be checked: 

1. The layout of the report (headers/footers, number of fields, field 
sequence, totaling field and format of reported numbers); 

2. The conformity of identifiers to the required standard (e.g. ISSNs must be 
provided as nine digits, with a hyphen as the middle digit); 

3. The required file formats provided; 
4. The receipt and timeliness of an email alert once usage reports are 

updated 
5. Flexibility in the reporting period that allows customers to specify the start 

and end months of data reported in the COUNTER reports 
6. Report file formats: as well as being provided as either a Microsoft Excel 

file, or as a Tab- separated Value (TSV) file, or as a file that can be easily 
imported into Microsoft Excel, the COUNTER usage reports must be 
provided in XML format in accordance with the COUNTER XML schema 
that is specified by SUSHI and may be found on the NISO/SUSHI website 
at: http://www.niso.org/schemas/sushi/ The COUNTER schema covers all 
the COUNTER usage reports. 
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7. A vendor will only pass an audit test if the xml formatted report produced 
via SUSHI matches the total of the relevant usage counted on the 
equivalent .tsv / excel report offered by the vendor – i.e. a report should 
produce the same results irrespective of the format it is delivered in. 

Stage 2. DATA INTEGRITY: checking the usage numbers as 
reported 

Journal Report 1: Number of Successful Full-Text Article Requests by Month and 
Journal 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit-test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
audit-test from a computer with a unique IP address and/or using a unique 
account number. 

II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all available journals as published on 
the platform of the vendor. 

IV. Audit-test JR1-1: 

a) For the audit report, the auditor should perform a total of 100 requests 
using three different browsers (i.e. at least 30 using Google Chrome, at 
least 30 using Internet Explorer and at least 30 using Mozilla Firefox) for 
Full Text Articles from a selection of journals available on the vendor’s site. 
For vendors that provide Full Text Articles in both HTML and PDF formats 
these 100 requests should be evenly divided across both formats (i.e. 50 
for both); otherwise, all 100 requests should be made for files in the 
format provided (HTML only or PDF only). N.B. the auditor should allow at 
least 30 seconds between each article request. 

b) The auditor must record the journals included in the audit-test and the 
number of requests for full text articles for each journal. 
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c) The audit report should show the Total for all requests, broken down by 
journal. 

d) The vendor will pass this audit test when the reported monthly total usage 
in Journal Report 1 for the auditor’s test account (across all journals 
audited) is within a –8% and +2% reliability window of the total on the 
auditor’s report. 

V. Audit-test JR1-2: The 10 and 30 seconds filters. 

a) To ensure that the report is counting correctly as per the COUNTER Code 
of Practice, it is important that the browser cache settings of the machines 
used for testing are disabled. It is also important that the auditee confirms 
before the audit period if they operate a cache server. If they do, this test 
will not report as the Code expects and is likely to under-report the usage 
of successive content items outside the double-click threshold. 

b) The auditor will audit-test the 10 and 30 seconds filter for this report. The 
audit-test consists of clicking links to an article full text twice in succession 
(double-clicks). For HTML articles, if the two clicks occur within a ten 
second time-span, only one full text request should be recorded, if the 
two clicks occur with more than 10 seconds between, then two full text 
requests should be counted. For articles in PDF format, the time-span is 
30 seconds. The audit test should include requesting articles where 
double-clicking occurs within the threshold as well as requesting articles 
where the time between clicks exceeds the threshold. 

c) The auditor should request full text for 10 to 20 articles, performing 
double-clicks within 10 seconds if the format requested is HTML or within 
30 seconds if the format requested is PDF. For each article requested the 
auditor will record just 1 full text request for each set of double-clicks, 
recording the activity by journal keeping track of the HTML and PDF 
activity separately. 

d) The auditor should request full text for 10 to 20 articles, performing 
double-clicks with 11 or more seconds between clicks for HTML and 31 or 
more seconds between clicks for PDF. For each article requested, the 
auditor will record a full text request for each click (2 per article), 
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recording the activity by journal keeping track of the HTML and PDF 
activity separately. 

e) Vendors will pass the Audit-test 2 when the total of activity on the 
vendor’s report for the journals audited is within a threshold of -8% and 
+2% of the auditor’s total. 

VI. Audit-test JR1-1 and audit-test JR1-2 must be separated by using separate 
accounts to avoid collisions of numbers. 

VII. Journal Report 1 must reflect ALL of the vendor's full-text article requests 
across both current and archived content. Thus, any usage reported in Journal 
Report 1a or Journal Report 5 must also be included in Journal Report 1. See the 
Auditing Requirements for JR-1a and JR-5 below. 

Journal Report GOA: Number of Successful Gold Open Access Full-Text Article 
Requests by Month and Journal 
The full-text articles in the separately purchasable archive reported in Report JR-
1GOA must be tested in the volumes specified for Journal Report 1 (see above). 

Furthermore, the auditor must carry out additional JR-1-1 and JR-1-2 testing 
(items IV and V above) for full-text articles that are NOT Gold Open Access. The 
volume of such testing should be as follows: 

• 15 full-text articles in the additional JR-1-1 test; 
• 15 full-text articles in the additional JR-1-2 test (7 within and 8 outside the 

time-out period). 

Hence, if the audit-tests and the vendor’s reporting have been implemented 
correctly, Report JR-1GOA should show approximately 145 full-text articles (100 
for JR-1-1, 15+ (15x2) for JR-1-2) while Report JR-1 should show approximately 
183 (145 from JR-1 test plus 15+7+ (8x2)). 

In addition, the auditor must confirm the Gold Open Access status of articles 
covered in JR-1GOA with appropriate spot checks. (The definition of Gold Open 
Access is provided in Appendix A) 
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Journal Report 1a: Number of Successful Full-Text Requests from an Archive by 
Month and Journal 
The full-text articles in the separately purchasable archive reported in JR-1a must 
be tested in the volumes specified for Journal Report 1 (see above). 

Furthermore, the auditor must carry out additional JR-1-1 and JR-1-2 testing 
(items IV and V above) for full-text articles that are NOT found in the archive. The 
volume of such testing should be as follows: 

• 15 full-text articles in the additional JR-1-1 test 
• 15 full-text articles in the additional JR-1-2 test ( 7 within and 8 outside the 

time-out period) 

Hence, if the audit tests and the vendor’s reporting have been implemented 
correctly, Report JR-1a should show approximately 145 full-text articles (100 for 
JR-1-1, 15+ (15x2) for JR-1-2) while Report JR- 1 should show approximately 183 
(145 from JR-1 test plus 15+7+ (8x2)). 

Journal Report 2: Access Denied to Full-Text Articles by Month, Journal and 
Category 
The tests specified below must be carried out separately 

The audit-test must be conducted in such a way that the auditor’s activities 
during the audit-test can be isolated from other activities on the vendor’s site. 
Depending on the site being tested, the auditor should conduct the audit-test 
from multiple computers, each with a unique account number; the number of 
computers should exceed the number of registered users having simultaneous 
access to all available vendor sites by 1. The recommended number of 
computers is 3 If the vendor system cannot allow specifically 2 simultaneous 
users, then the auditor must know number of registered users allowed for the 
test and use this number wherever the number 2 is used below.The auditor 
should accept user/machine and session cookies when prompted. 

I.  The auditor should have access to all journals as made available on 
the platform of the vendor. 

II. Audit-test JR2-1 (Access denied: concurrent/simultaneous user licence 
limit exceeded): 
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a) The audit-test is to have 2 active (registered) users on the site requesting 
full text articles for one and the same journal. This means that all available 
sessions are active. An additional computer will then be used to log-in and 
attempt to carry out an article request for that same journal. This user 
should be refused access because of exceeding the 
concurrent/simultaneous user threshold. Each time access is refused, the 
auditor will record this as an Access denied: concurrent/simultaneous 
user licence limit exceeded. . 

b) This audit-test should be repeated between 40 and 50 times and at 
different periods of the day allowing at least 20 seconds between each 
test. The auditor should record each time an Access denied: 
concurrent/simultaneous user licence limit exceeded occurs and the 
name of the journal accessed. 

c) The vendor’s report will pass this test when the total number of instances 
of Access denied: concurrent/simultaneous user licence limit exceeded 
shown is within a –8% and +2% reliability window of the total on the 
auditor’s report 

III. Audit test JR2-2 (Access denied: content item not licenced): 

a) The auditor should perform 40-50 requests to access full-text articles 
available on the vendor’s site, allowing at least 20 seconds between each 
test. The auditor should record each time an Access denied: content item 
not licenced occurs and the name of the journal accessed. 

a. The vendor’s report will pass this test when the total number of 
accesses denied shown is within a–8% and +2% reliability window of 
the total on the auditor’s report 

IV. Audit-test JR2-1 and audit-test JR2-2 must be separated by using separate 
accounts to avoid collisions of numbers. 

Journal Report 5: Number of Successful Full-Text Article Requests by Year and 
Journal 
(Full journal name, print ISSN and online ISSN are listed. 

As for Journal Report 1 (see above) with the following additions: 
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The auditor must ensure that some full-text articles from different years of the 
same journal are requested during the JR-1-1 and JR-1-2 tests. Hence, the auditor 
should know the numbers expected to appear in each year column of the JR-5 
report. 

In addition, the auditor must confirm the Year of Publication (YOP) of articles 
covered in JR-5 with appropriate and proportionate spot checks, unless the 
article is ‘YOP unknown’. 

Database Report 1: Total Searches, Result Clicks and Record Views by Month and 
Database 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit-test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
audit-test from a computer with a unique IP address and/or using a unique 
account number. 

II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all databases as made available on the 
platform of the vendor. 

IV. Audit-test DB1-1: 

a) Regular Searches: If a vendor offers more than one database, the auditor 
should run 100 searches on a subset of the databases made available to 
them. If there is only 1 database the number of searches should be 50. 
Individual searches should always be run against only one database at a 
time. All database searches are considered valid and, for each search, the 
auditor will record the database and result total number returned by the 
search (if applicable). If a vendor’s COUNTER reports do not include 
searches yielding zero results or when the number of results exceeds 
some predefined threshold, then these categories of searches should be 
recorded separately and not included in the final tally. N.B. the auditor 
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should allow at least 11 seconds between each search when repeating the 
same search on the same database. 

b) Each time a search is conducted, the auditor will record the search and 
the database searched. 

c) As each search is conducted, the auditor will indicate that the database 
was accessed during the current session 

d) The audit report should show a breakdown of regular searches by 
database with a Total for each. 

e) A vendor will pass this audit test when the sum of the searches reported 
by the vendor in Database Report 1 for the auditor’s test account is within 
a -8% and +2% reliability window of the sum of the searches on the 
auditor’s report. 

V. Audit-Test DB1-2: Searches on multiple databases ( searches: federated 
and automated) IMPORTANT NOTE: This test cannot be carried out where the 
vendor supplies only 1 database or where searches across multiple databases 
cannot be conducted. Hence, the vendor must declare the database structure to 
the auditor and the COUNTER EC prior to testing. 

a) It is necessary to separate audit-test DB1-1 and audit-test DB1-2 by using 
separate accounts to avoid collisions of numbers. 

b) The auditor should run 100 searches in total and make sure that about 50 
of searches are run over combinations of 2 databases and the other 50 
searches are run over a combination of all databases as made available by 
the vendor. 

c) The auditor should keep a record of the number of searches executed for 
both options, indicating which database each search was carried out on. If 
a vendor’s COUNTER reports do not include searches yielding zero results 
or when the number of results exceeds some predefined threshold, then 
these categories of searches should be recorded separately and not 
included in the final tally. 

d) The audit report should show the count of searches by database plus the 
total database/searches (E.G. if the audit procedure is followed exactly 
and the auditor has access to 10 databases, the total would be 600 -- 50x2 
+ 50x10). 
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e) The vendor’s report will pass this test if the sum of the searches: 
federated and automated by database matches the total on the audit 
report within a –8% and +2% reliability window. 

VI Audit test DB1-3: Result Clicks: 

a) If a vendor offers more than one database, the auditor should run 100 
clicks on a subset of the search results made available to them. If there is 
only 1 database the number of result clicks should be 50. 

b) The audit report should show a breakdown of result clicks by database 
with a Total for each. 

c) A vendor will pass this audit test when the sum of the result clicks 
reported by the vendor in Database Report 1 for the auditor’s test account 
is within a -8% and +2% reliability window of the sum of the result clicks 
on the auditor’s report. 

VII Audit test DB1-4: Record Views: 

a) If a vendor offers more than one database, the auditor should run 100 
record views on a subset of the records made available to them. If there is 
only 1 database the number of record views should be 50. 

b) The audit report should show a breakdown of record views by database 
with a Total for each. 

c) A vendor will pass this audit test when the sum of the record views 
reported by the vendor in Database Report 1 for the auditor’s test account 
is within a -8% and +2% reliability window of the sum of the record views 
on the auditor’s report. 

VIII Audit-tests DB1-1, DB1-2, DB1-3 and DB1-4 must be separated by using 
separate accounts to avoid collisions of numbers. 

Database Report 2: Access Denied by Month, Database and Category 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit- test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
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audit-test from multiple computers with a unique account number; the number 
of computers should exceed the number of registered users having 
simultaneous access to all available vendor sites by 1. The recommended 
number of computers is 3 If the vendor system cannot allow specifically 2 
simultaneous users, then the auditor must know number of registered users 
allowed for the test and use this number wherever the number 2 is used below. 
N.B. the important number for the vendor to understand is the number of 
session that can be active before the system will turn-away subsequent sessions. 

II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all databases as made available on the 
platform of the vendor. 

IV. Audit-tests DB2: 

a) The database used for this test should be different from the one used for 
Database Report 1, if possible. 

V. Audit-test DB2-1 (Access denied: concurrent/simultaneous user licence 
limit exceeded): 

a) The audit-test is to have 2 active (registered) users on the site requesting 
access to the database This means that all available sessions are active. 
An additional computer will then be used to log-in and attempt to access 
the same database This user should be refused access because of 
exceeding the concurrent/simultaneous user threshold. Each time access 
is refused, the auditor will record this as an Access denied: 
concurrent/simultaneous user licence limit exceeded. . 

b) This audit-test should be repeated between 40 and 50 times and at 
different periods of the day allowing at least 20 seconds between each 
test. The auditor should record each time an Access denied: 
concurrent/simultaneous user licence limit exceeded. occurs and the 
name of the database accessed. 

c) The vendor’s report will pass this test when the total number of accesses 
denied: concurrent/simultaneous user licence limit exceeded shown is 
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within a –8% and +2% reliability window of the total on the auditor’s 
report 

VI. Audit test DB2-2 (Access denied: content item not licenced): 

a) The auditor should perform 40-50 requests to access content items in 
databases available on the vendor’s site. allowing at least 20 seconds 
between each test. The auditor should record each time an Access denied: 
content item not licenced occurs and the name of the database accessed. 

VII. The vendor’s report will pass this test when the total number of accesses 
denied shown is within a –8% and +2% reliability window of the total on the 
auditor’s report 

VIII. Audit-tests DB2-1 and DB2-2 must be separated by using separate 
accounts to avoid collisions of numbers. 

Platform Report 1: Total Searches, Result Clicks and Record Views by Month and 
Platform 
An audit of this report requires the following: 

I. The audit-test should be conducted in conjunction with the test results for 
Database Report 1 as conducted in section V. With Database Report 1, the 
auditor has recorded the number of searches performed as well as the number 
of result clicks and record views and indicated which databases they apply to. 

II. Platform Report 1 only counts the discrete, deduplicated searches and 
sessions. For example, if a 100 searches run for Database Report 1 were 
conducted in 10 session of 10 searches each and the auditor had accesses to 10 
databases, Platform Report 1 would be expected to show a total of 10 sessions 
and 100 searches (even though the sum of the searches and sessions on 
Database Report 1 will equal 600 and 60 respectively. 

III. A vendor will pass this audit test if their Platform Report 1shows totals for 
searches, result clicks and record views that are within the reliability window of -
8% and +2% of the total of unique sessions and searches counted on the 
auditor’s report for Database Report 1. 
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Book Report 1: Number of Successful Title Requests by Month and Title 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit-test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
audit-test from a computer with a unique IP address and/or using a unique 
account number. 

II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all available journals as published on 
the platform of the vendor. 

IV. Audit-test BR1-1: 

a) For the audit report, the auditor should perform 100 requests for Titles 
from a selection of titles available on the vendor’s site. N.B. the auditor 
should allow at least 30 seconds between each article request. 

b) The auditor must record the titles included in the audit-test and the 
number of requests for each title. 

c) The audit report should show the Total for all requests, broken down by 
title. 

d) The vendor will pass this audit test when the YTD Totals (across all titles) 
on the auditor’s report is within a –8% and +2% reliability window of the 
total presented on the vendor’s Book Report 1. 

V. Audit-test BR1-2: The 10 and 30 seconds filters. 

a) To ensure that the report is counting correctly as specified in the 
COUNTER Code of Practice, it is important that the browser cache settings 
of the machines used for testing are disabled. It is also important that the 
auditee confirms before the audit period whether they operate a cache 
server. If they do, this test will not report as the Code expects and is likely 
to under-report the usage of successive content items outside the double-
click threshold. 
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b) The auditor will audit-test the 10 and 30 seconds filter for this report. The 
audit-test consists of clicking links to a title full text twice in succession 
(double-clicks). For HTML titles, if the two clicks occur within a ten second 
time-span, only one successful request should be recorded, if the two 
clicks occur with more than 10 seconds between, then two successful 
requests should be counted. For titles in PDF format, the time-span is 30 
seconds. The audit test should include requesting titles where double-
clicking occurs within the threshold as well as requesting titles where the 
time between clicks exceeds the threshold. 

c) The auditor should request full text for 10 to 20 titles, performing double-
clicks within 10 seconds if the format requested is HTML or within 30 
seconds if the format requested is PDF. For each title requested the 
auditor will record just 1 successful request for each set of double-clicks, 
recording the activity by title keeping track of the HTML and PDF activity 
separately. 

d) The auditor should request full text for 10 to 20 titles, performing double-
clicks with 11 or more seconds between clicks for HTML and 31 or more 
seconds between clicks for PDF. For each title requested, the auditor will 
record a successful request for each click (2 per article), recording the 
activity by journal keeping track of the HTML and PDF activity separately. 

e) Vendors will pass the Audit-test 2 when the totals of activity on the 
vendor’s report for the titles audited are within a threshold of -8% and 
+2% of the auditor’s total. 

VI. Audit-test BR1-1 and audit-test BR1-2 must be separated by using 
separate accounts to avoid collisions of numbers. 

Book Report 2: Number of Successful Section Requests by Month and Title 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit- test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
audit-test from a computer with a unique IP address and/or using a unique 
account number. 
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II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all available titles as published on the 
platform of the vendor. 

IV. Audit-test BR2-1: 

a) For the audit report, the auditor should perform 100 requests for sections 
from a selection of titles available on the vendor’s site. N.B. the auditor 
should allow at least 30 seconds between each article request. 

b) The auditor must record the titles included in the audit-test and the 
number of requests for each section. 

c) The audit report should show the Total for all successful requests, broken 
down by title. 

d) The vendor will pass this audit test when the YTD Totals (across all titles) 
on the auditor’s report is within a –8% and +2% reliability window of the 
total presented on the vendor’s Book Report 2. 

V. Audit-test BR2-2: The 10 and 30 seconds filters. 

a) To ensure that the report is counting correctly as specified in the 
COUNTER Code of Practice, it is important that the browser cache settings 
of the machines used for testing are disabled. It is also important that the 
auditee confirms before the audit period whether they operate a cache 
server. If they do, this test will not report as the Code expects and is likely 
to under-report the usage of successive content items outside the double-
click threshold. 

b) The auditor will audit-test the 10 and 30 seconds filter for this report. The 
audit-test consists of clicking links to a section twice in succession (double-
clicks). For HTML sections, if the two clicks occur within a ten second time-
span, only one successful request should be recorded, if the two clicks 
occur with more than 10 seconds between, then two successful requests 
should be counted. For sections in PDF format, the time-span is 30 
seconds. The audit test should include requesting sections where double-
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clicking occurs within the threshold as well as requesting sections where 
the time between clicks exceeds the threshold. 

c) The auditor should request sections from 10 to 20 titles, performing 
double-clicks within 10 seconds if the format requested is HTML or within 
30 seconds if the format requested is PDF. For each title requested the 
auditor will record just 1 successful request for each set of double-clicks, 
recording the activity by title keeping track of the HTML and PDF activity 
separately. 

d) The auditor should request sections from 10 to 20 titles, performing 
double-clicks with 11 or more seconds between clicks for HTML and 31 or 
more seconds between clicks for PDF. For each section requested, the 
auditor will record a successful request for each click (2 per article), 
recording the activity by title keeping track of the HTML and PDF activity 
separately. 

e) Vendors will pass the Audit-test 2 when the totals of activity on the 
vendor’s report for the titles audited are within a threshold of -8% and 
+2% of the auditor’s total. 

VI. Audit-test BR2-1 and audit-test BR2-2 must be separated by using 
separate accounts to avoid collisions of numbers. 

Book Report 3: Access Denied to Content Items by Month, Title and Category 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit- test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
audit-test from3 computers within a unique account number; the vendor should 
allow 2 registered users having simultaneous access to all available vendor 
databases. If the vendor system cannot allow specifically 2 simultaneous users, 
then the auditor must know number of registered users allowed for the test and 
use this number where ever the number 2 is used below. N.B. the important 
number for the vendor to understand is the number of sessions that are allowed 
to be active before the system will turn-away subsequent sessions. 
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II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all titles as made available on the 
platform of the vendor. Audit-test BR3-1 :( Access denied: 
concurrent/simultaneous user licence limit exceeded): 

a) . The audit-test is to have 2 active (registered) users on the site requesting 
access to a title. This means that all available sessions are active. An 
additional computer will then be used to log-in and attempt to access the 
same title. This user should be refused access because the content item 
requested is not licenced. Each time access is refused, the auditor will 
record this as an Access denied: content item not licenced. . 

b) This audit-test should be repeated between 40 and 50 times and at 
different periods of the day allowing at least 20 seconds between each 
test. The auditor should record each time an ‘Access denied: content item 
not licenced’ occurs and the name of the title accessed. . 

IV. The vendor’s report will pass this test when the total number of accesses 
denied: concurrent/simultaneous user licence limit exceeded shown is within a –
8% and +2% reliability window of the total on the auditor’s report 

V. Audit test BR3-2 (Access denied: content item not licenced): 

a) the auditor should perform 100 requests for content items from a 
selection of titles available on the vendor’s site. allowing at least 20 
seconds between each test. The auditor should record each time an 
Access denied: content item not licenced occurs and the name of the title 
accessed. 

b) The vendor’s report will pass this test when the total number of accesses 
denied shown is within a –8% and +2% reliability window of the total on 
the auditor’s report 

VI. Audit-test BR3-1 and audit-test BR3-2 must be separated by using 
separate accounts to avoid collisions of numbers. 
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Book Report 4: Access Denied to Content Items by Month, Platform and Category 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit- test can be isolated from other activities on the 
vendor’s site. For the test BR4-1, depending on the site being tested, the auditor 
should conduct the audit-test from 3 computers within a unique account 
number; the vendor should allow 2 registered users having simultaneous access 
to all available vendor databases. If the vendor system cannot allow specifically 2 
simultaneous users, then the auditor must know number of registered users 
allowed for the test and use this number where ever the number 2 is used 
below.  N.B. the important number for the vendor to understand is the number 
of sessions that are allowed to be active before the system will turn- away 
subsequent sessions. 

II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all titles as made available on the 
platform of the vendor. 

IV. Audit-test BR4-1: 

a) The audit-test is to have 2 active (registered) users on the site requesting 
titles (or sections of titles) from one and the same service. This means that 
all available sessions are active. An additional computer will then be used 
to log-in and attempt to carry out a request from that same service. This 
user should be refused access because of exceeding the simultaneous 
user threshold. Each time access is refused, the auditor will record this as 
a turn-away. 

b) This audit-test should be repeated between 40 and 50 times and at 
different periods of the day allowing at least 20 seconds between each 
test. The auditor should record each time a turn- away occurs and the 
name of the service accessed. 
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c) The vendor’s report will pass this test when the total number of turnaways 
shown is within a – 8% and +2% reliability window of the total on the 
auditor’s report 

V. Audit test BR4-2 

a) the auditor should perform 40 - 50 requests for content items from a 
selection of titles available on the vendor’s site. allowing at least 20 
seconds between each test. The auditor should record each time an 
Access denied: content item not licenced. occurs and the name of the 
service accessed. 

The vendor’s report will pass this test when the total number of accesses denied 
shown is within a –8% and +2% reliability window of the total on the auditor’s 
report V, Audit-test BR4-1 and audit-test BR4-2 must be separated by using 
separate accounts to avoid collisions of numbers. 

Book Report 5: Total Searches by Month and Title 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit-test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
audit-test from a computer with a unique IP address and/or using a unique 
account number. 

II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all titles as made available on the 
platform of the vendor. 

IV. Audit-test BR5-1: 

a) If a vendor offers more than one title, the auditor should run 100 searches 
on a subset of the titles made available to them. In case there is only 1 
title the number of searches should be 50. Individual searches should 
always be run against only one title at a time. All title searches are 
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considered valid and, for each search, the auditor will record the title and 
result total number returned by the search (if applicable). If a vendor’s 
COUNTER reports do not include searches yielding zero results or when 
the number of results exceeds some predefined threshold, then these 
categories of searches should be recorded separately and not included in 
the final tally. N.B. the auditor should allow at least 11 seconds between 
each search when repeating the same search on the same title. 

b) Each time a search is conducted, the auditor will record the search and 
the title searched. 

c) As each search is conducted, the auditor will indicate that the title was 
accessed during the current session. 

d) The audit report should show a breakdown of searches by title with a 
Total for each. 

e) A vendor will pass this audit test when the Totals for searches on the 
auditor’s report are within a -8% and +2% reliability window of the sum of 
the sessions and searches for all titles on the vendor’s Book Report 5. 

Multimedia Report 1: Number of Successful Full Multimedia Content Unit Requests 
by Month and Collection 
An audit of this report requires the following: 

I. The audit-test must be conducted in such a way that the auditor’s 
activities during the audit- test can be isolated from other activities on the 
vendor’s site. Depending on the site being tested, the auditor should conduct the 
audit-test from a computer with a unique IP address and/or using a unique 
account number. 

II. The auditor should accept user/machine and session cookies when 
prompted. 

III. The auditor should have access to all available collections as published on 
the platform of the vendor. 

IV. Audit-test MR1-1: 

a) For the audit report, the auditor should perform 100 requests for full 
content items from a selection of collections available on the vendor’s site. 



pg. 98 

N.B. the auditor should allow at least 30 seconds between each full 
content unit request. 

b) The auditor must record the collections included in the audit-test and the 
number of requests for each full content item. 

c) The audit report should show the Total for all successful requests, broken 
down by collection. 

d) The vendor will pass this audit test when the Reporting Period Totals 
(across all collections) on the auditor’s report is within a –8% and +2% 
reliability window of the total presented on the vendor’s Book Report 2. 

V. Audit-test MR1-2: The 30 seconds filters. 

a) The auditor will audit-test the 30 seconds filter for this report. The audit-
test consists of clicking links to a full content unit twice in succession 
(double-clicks). If the two clicks occur within a thirty second time-span, 
only one successful request should be recorded, if the two clicks occur 
with more than 30 seconds between, then two successful requests should 
be counted. The audit test should include requesting full content units 
where double-clicking occurs within the threshold as well as requesting 
sections where the time between clicks exceeds the threshold. 

b) The auditor should request full content units from more than one 
collection, where possible, performing double-clicks within 30 seconds. 
For each full content unit requested the auditor will record just 1 
successful request for each set of double-clicks, 

c) The auditor should request full content units from more than one 
collection if possible, performing double-clicks with 31 or more seconds 
between clicks. For each full content unit requested, the auditor will 
record a successful request for each click (2 per full content unit), 
recording the activity by collection. 

d) Vendors will pass the Audit-test 2 when the totals of activity on the 
vendor’s report for the collections audited are within a threshold of -8% 
and +2% of the auditor’s total. 
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It is needed to separate audit-test BR2-1 and audit-test BR2-2 by using separate 
accounts to avoid collisions of numbers. Audit-test MR1-1 and audit-test MR2-2 
must be separated by using separate accounts to avoid collisions of numbers. 

Consortium Report 1: Number of successful full-text journal article or book chapter 
requests by month, (XML only). 
This should be tested by accessing the XML report and checking that the 
reported usage for full-text journal articles is as generated by audit-tests JR-1-1 
and JR-1-2 (which have been performed by 2 different accounts, and so 2 
different consortium members). Hence, validation of this report requires 
validation of Report JR-1. 

A vendor will pass this audit test if their Consortium Report 1 shows totals for 
full-text article usage that match the total of full-text article usage counted on 
the auditor’s reports testing Journal Report 1. 

Consortium Report 2: Total searches by month and database (XML only). 
This should be tested by accessing the XML report and checking that the 
reported usage for database searches is as generated by audit-tests DB-1-1 and 
DB-1-2 (which have been performed by 2 different accounts, and so 2 different 
consortium members). Hence, validation of this report requires validation of 
Report DB-1 by both audit tests. 

A vendor will pass this audit test if their Consortium Report 2 shows totals for 
searches that match the total of searches counted on the auditor’s reports 
testing Database Report 1. 

Consortium Report 3: Number of Successful Multimedia Full Content Unit Requests 
by Month and Collection ( XML only) 
This should be tested by accessing the XML report and checking that the 
reported usage for full-text journal articles is as generated by audit-tests MR-1-1 
and MR-1-2 (which have been performed by 2 different accounts, and so 2 
different consortium members). Hence, validation of this report requires 
validation of Report MR-1. 
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A vendor will pass this audit test if their Consortium Report 3 shows totals for 
full-text article usage that match the total of full-text article usage counted on 
the auditor’s reports testing Multimedia Report 1. 

 

Stage 3. Report Delivery: checking delivery of the reports 

In addition to verifying the delivery of reports in Excel / TSV formats, the auditor 
will check that the COUNTER reports in xml are downloadable using the SUSHI 
protocol. This may be tested using the SUSHIStarters Client, an opensource tool 
that provides a series of web-forms and guidance to take users through the 
steps and parameters needed to connect successfully to SUSHI servers and 
download vendor reports. (SUSHIStarters may be found at : http://cclibweb-
4.dmz.cranfield.ac.uk/projects/sushistarters/background/.). 

A vendor will only pass an audit test if the xml formatted report produced via 
SUSHI matches the total of the relevant usage counted on the equivalent .tsv / 
excel report offered by the vendor – i.e. a report should produce the same 
results irrespective of the format in which it is delivered. 
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Appendix G: XML Overview, with links to schemas 
All of the COUNTER Release 4 usage reports must be available in XML, 
irrespective of other formats in which the reports are provided to customers. An 
XML schema that covers all the COUNTER usage reports has been developed 
with NISO and is available on the NISO website. 
(http://www.niso.org/schemas/sushi/#counter) This schema can be used for any 
of the COUNTER reports (journals, databases, books, reference works and 
multimedia content). The flexibility of the schema has been achieved through 
the use of several self-defining elements. Rather than enumerate the allowed 
values within the schema, these values are defined outside of the schema to 
allow new reports and metrics to be added without having to update the schema 
each time. 

Release 4 XML schemas 

The XML schemas listed below support Release 4 and are available on the 
SUSHI/NISO website: 

The values for the ‘Report’ data element are listed in the Report Registry 
(http://www.niso.org/workrooms/sushi/reports_R4 ). Values for other elements 
can be found on the COUNTER Schema Data Element Values web page 
(http://www.niso.org/workrooms/sushi/values/ ) 

• Counter4.0.xsd http://www.niso.org/schemas/sushi/#counter Description 
COUNTER schema with enumeration 

• counterElements4.0.xsd http://www.niso.org/schemas/sushi/#counter 
Enumeration schema, linked to COUNTER schema 

The two ‘sushi’ schemas below are essentially retrieval envelopes for the XML- 
formatted COUNTER reports. The COUNTER XML schemas above can be used 
separately from SUSHI by anyone who wants the reports in XML formats. 

• counter_sushi4.0.xsd   http://www.niso.org/schemas/sushi/#counter 
• counter_sushi4.0wsdl   http://www.niso.org/schemas/sushi/#counter 
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Diagram 

COUNTER 4 Schema Diagram available at 
http://www.niso.org/schemas/sushi/#counter 
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Appendix H: Optional Additional Usage Reports 
Below are listed examples of usage reports that are not mandatory for 
compliance with COUNTER Release 4, but which vendors are welcome to provide 
should their customers request more detailed usage information. These reports 
fall into the three following categories: 

• Journals: the optional additional journal usage reports are: 
o Journal Report 1a: Number of Successful Full-Text Requests from an 

Archive by Month and Journal This usage report was included in 
Release 3 of the Code of Practice, but is now an optional usage 
report, as a capability to provide Journal Report 5 is now required 
for all vendors that sell separately purchasable journal archives. 

o Journal Report 1b: Number of Successful Full-Text Requests by 
Month, Journal and Platform. This usage report is designed to allow 
the reporting of journal usage on different platforms. 

o Journal Report 3: Number of Successful Item Requests by Month, 
Journal and Page Type This report is carried forward from Release 3 
and allows more granular reporting of journal usage. 

o Journal Report 3 Mobile: Number of Successful Item Requests by 
Month, Journal and Page Type for usage on a Mobile Device This 
usage report has the same format as Journal Report 3 and is 
designed to allow the separate reporting of usage of journal 
content on mobile devices 

o Journal Report 4: Total Searches Run by Month and Collection This 
usage report is carried forward from Release 3 

• Titles: this is a new category of usage reports, which enable the reporting 
of the usage of journals, books and reference works on the same platform 

o Title Report 1: Number of successful requests for Journal Full-text 
Articles and Book Sections by Month and Title. This report is 
essentially the same as the Release 3 Journal/Book Report 1, and 
enables the reporting of usage of full-text items in journals, books 
and reference works that are published on the same platform in a 
single COUNTER report. 
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o Title Report 1 Mobile: Number of Successful Requests for Journal 
Full-text Articles and Book Sections by Month and Ttle ( formatted 
for normal browsers/delivered to mobile devices AND formatted for 
mobile devices/delivered to mobile devices) This usage report has 
the same format as Title Report 1 and is designed to allow the 
separate reporting of usage of full-text items on mobile devices 

o Title Report 2: Access Denied to Full-text Items by Month, Title and 
Category This report is equivalent to Journal Report 2 and allows 
the reporting of accesses denied to full-text items in journals, books 
and reference works that are published on the same platform. 

o Title Report 3: Number of Successful Requests by Month, Title and 
Page Type. This report is equivalent to Journal Report 3, and allows 
the more granular reporting of usage for journals, books and 
reference works that are published on the same platform 

o Title Report 3 Mobile: Number of Successful Requests by Month, 
Title and Page Type (formatted for normal browsers/delivered to 
mobile devices AND formatted for mobile devices/delivered to 
mobile devices) This usage report has the same format as Title 
Report 3 and is designed to allow the separate reporting of usage of 
full-text items on mobile devices 

• Multimedia content 
o Multimedia Report 2 (R4): Number of Successful Full Multimedia 

Content Unit Requests by Month, Collection and Item Type This 
report is equivalent to Journal Report 3, and allows the more 
granular reporting of usage of multimedia content. 

Journal Usage Reports 

Usage Report for vendors providing separately purchasable 
journal archives 

Journal Report 1a below is not an alternative to Journal Report 5: Number of 
Successful Full-text Article Requests by Year-of Publication (YOP) and Journal, 
which all vendors selling separately purchasable journal archives must have the 
capability to provide. It is a report which vendors may provide to specific 
customers who request it. 
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Journal Report 1a: Number of Successful Full-Text Requests from an Archive by 
Month and Journal 

 

Note: 

1. Neither books nor book series may be included in Journal Report 1a. 
2. For ‘Customer’ specify, for example, the organizational level to which the 

usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. A Journal DOI is required for each journal listed. This should be provided 
simply as an identifier value. ( If a Journal DOI is not available the cell must 
be left blank). 

5. The Proprietary Identifier column must be included, but cells may be left 
blank where the vendor has no Proprietary Identifier for a journal. 

6. The hyphen within the Print and Online ISSNs must be included, as 
indicated in the example above. 

7. Vendors providing Journal Report 1a must continue to report all usage for 
journals listed in Journal Report 1, notwithstanding their inclusion in 
Journal Report 1a. 
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8. The Reporting Period Total will not necessarily be the sum of the 
Reporting Period HTML and Reporting Period PDF columns, as full-text 
articles may be available in formats other than PDF and HTML. 

9. For guidance on Data Display Rules, see Journal Report 1 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 

Usage Report providing information on usage of journals on 
different platforms 

Journal Report 1b: Number of Successful Full-Text Requests by Month, Journal 
and Platform. 

 

Note 

1. Only COUNTER-compliant Platforms may be included in Journal Report 1b 
2. Neither books nor book series may be included in Journal Report 1b. 
3. For ‘Customer’ specify, for example, the organizational level to which the 

usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

http://www.niso.org/schemas/sushi/#counter
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4. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

5. A Journal DOI is required for each journal listed. This should be provided 
simply as an identifier value. (If a Journal DOI is not available the cell must 
be left blank). 

6. The Proprietary Identifier column must be included, but cells may be left 
blank where the vendor has no Proprietary Identifier for a journal. 

7. The hyphen within the Print and Online ISSNs must be included, as 
indicated in the example above. 

8. Vendors providing Journal Report 1b must continue to report all usage for 
journals listed in Journal Report 1, notwithstanding their inclusion in 
Journal Report 1b. 

9. The Reporting Period Total will not necessarily be the sum of the 
Reporting Period HTML and Reporting Period PDF columns, as full-text 
articles may be available in formats other than PDF and HTML. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 

Journal Reports providing more granular information on usage, 

including usage of content on mobile devices 

Below are two optional additional reports that provide more granular 
information on journal usage. Journal Report 3: Number of Successful Item 
Requests and Accesses Denied by Month, Journal and Page-type enables 
vendors to report usage of, for example, non-textual resources, such as video 
clips, audio clips or images, which are becoming an increasingly important 
feature of online journals. 

Journal Report 3: Number of Successful Item Requests by Month, Journal and 
Page Type 
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Note: 

1. Neither books nor book series may be included in Journal Report 3. 
2. For ‘Customer’ specify, for example, the organizational level to which the 

usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

3. the ‘Total for all journals’ line is provided at the top of the Table to allow it to 
be stripped out without disrupting the rest of the Table, as the number of 
journals included may vary from one month to another. 

4. ‘Institutional Identifier’ is an optional field until the standard for this identifier 
being developed by the NISO Institutional Identifiers Working Group is 
available for implementation. 

5. A Journal DOI is required for each journal listed. This should be provided 
simply as an identifier value. (If a Journal DOI is not available the cell must be 
left blank). 

 

6. The Proprietary Identifier column must be included, but cells may be left 
blank where the vendor has no Proprietary Identifier for a journal. 
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7. The hyphen within the Print and Online ISSNs must be included, as indicated 
in the example above. 

8. The Reporting Period Total will not necessarily be the sum of the Reporting 
Period HTML and Reporting Period PDF columns, as full-text articles may be 
available in formats other than PDF and HTML. 

9. Vendors that provide online journals and books on the same platform may 
report usage of both categories of product in a single optional additional 
COUNTER report: Title Report 1: Number of successful full-text item requests 
by month and title. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 

Journal Report 3 Mobile: Number of Successful Item Requests by Month, Journal 
and Page Type for usage on a Mobile Device 

 

Note: 

1. Neither books nor book series may be included in Journal Report 3 Mobile. 
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2. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

3. the ‘Total for all journals’ line is provided at the top of the Table to allow it to 
be stripped out without disrupting the rest of the Table, as the number of 
journals included may vary from one month to another. 

4. ‘Institutional Identifier’ is an optional field until the standard for this identifier 
being developed by the NISO Institutional Identifiers Working Group is 
available for implementation. 

5. A Journal DOI is required for each journal listed. This should be provided 
simply as an identifier value. (If a Journal DOI is not available the cell must be 
left blank). 

 

6. The Proprietary Identifier column must be included, but cells may be left 
blank where the vendor has no Proprietary Identifier for a journal. 

7. The hyphen within the Print and Online ISSNs must be included, as indicated 
in the example above. 

8. The Reporting Period Total will not necessarily be the sum of the Reporting 
Period HTML and Reporting Period PDF columns, as full-text articles may be 
available in formats other than PDF and HTML. 

9. Vendors that provide online journals and books on the same platform may 
report usage of both categories of product in a single optional additional 
COUNTER report: Title Report 1: Number of successful full-text item requests 
by month and title. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 

Journal Report 4: Total Searches Run by Month and Collection 

http://www.niso.org/schemas/sushi/#counter
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Note: 

1. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

2. the ‘Total for all Collections’ line is provided at the top of the Table to allow 
it to be stripped out without disrupting the rest of the Table, as the 
number of journals included may vary from one month to another. 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 

Title Usage Reports: for vendors providing online 

journals and online books on the same platform 

The advent of the SUSHI protocol (http://www.niso.org/workrooms/sushi/ ) has 
greatly facilitated the handling of large volumes of usage data, which is a 
particular advantage for reporting the usage of large numbers of titles – both 
book and journal. For this reason, COUNTER has developed a set of new reports 
– the Title Reports- to cover usage of online journals and books that are 
provided on the same platform. These reports, in view of their potentially very 
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large size, are specified only in XML format, but Excel examples are provided 
below, for visualisation purposes. 

Title Report 1: Number of Successful Requests for Journal Full-

text Articles and Book Sections by Month and Title 

 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

2. the ‘Total for all titles’ line is provided at the top of the Table to allow it to be 
stripped out without disrupting the rest of the Table, as the number of 
journals included may vary from one month to another. 

3. ‘Institutional Identifier’ is an optional field until the standard for this identifier 
being developed by the NISO Institutional Identifiers Working Group is 
available for implementation. 

4. A Title DOI is required for each book or journal listed. This should be 
provided simply as an identifier value. (If a Title DOI is not available the cell 
must be left blank). 

5. The Proprietary Identifier column must be included, but cells may be left 
blank if the vendor has no Proprietary Identifier for a title. 

6. The hyphen within the Print and Online ISSNs must be included, as indicated 
in the example above. 

7. Journals for which the number of full-text article requests is zero in every 
month should be included in Title Report 1, except where an aggregator or 
gateway is responsible for recording and reporting the usage (see Section 7 
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below). Books for which the number of successful Section Requests is zero 
should not be reported. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A.  

XML Schema: http://www.niso.org/schemas/sushi/#counter 

Title Report 1 Mobile: Number of Successful Requests for Journal 
Full-text Articles and Book Sections by Month and Ttle  

(formatted for norla browsers/delivered to mobile devices AND formatted for 
mobile devices/delivered to mobile devices) 

 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

2. the ‘Total for all titles’ line is provided at the top of the Table to allow it to 
be stripped out without disrupting the rest of the Table, as the number of 
journals included may vary from one month to another. 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. A Title DOI is required for each book or journal listed. This should be 
provided simply as an identifier value. (If a Title DOI is not available the 
cell must be left blank). 
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5. The Proprietary Identifier column must be included, but cells may be left 
blank where the vendor has no Proprietary Identifier for a title. 

6. The hyphen within the Print and Online ISSNs must be included, as 
indicated in the example above. 

7. Journals for which the number of full-text article requests is zero in every 
month should be included in Title Report 1, except where an aggregator 
or gateway is responsible for recording and reporting the usage (see 
Section 7 below). Books for which the number of successful Section 
Requests is zero should not be reported. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 

Title Report 2: Access Denied to Full-text Items by Month, Title 
and Category 

 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

2. the ‘Total for all titles’ line is provided at the top of the Table to allow it to be 
stripped out without disrupting the rest of the Table, as the number of 
journals included may vary from one month to another. 
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3. ‘Institutional Identifier’ is an optional field until the standard for this identifier 
being developed by the NISO Institutional Identifiers Working Group is 
available for implementation. 

4. A Title DOI is required for each book or journal listed. This should be 
provided simply as an identifier value. (If a Title DOI is not available the cell 
must be left blank). 

5. The Proprietary Identifier column must be included, but cells may be left 
blank where the vendor has no Proprietary Identifier for a title. 

6. The hyphen within the Print and Online ISSNs must be included, as indicated 
in the example above. 

7. Journals for which the number of full-text article requests is zero in every 
month should be included in Title Report 1, except where an aggregator or 
gateway is responsible for recording and reporting the usage (see Section 7 
below). Books for which the number of successful Section Requests is zero 
should not be reported. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 
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Title Report 3: Number of Successful Item Requests by Month, 
Title and Page Type 

 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

2. the ‘Total for all titles’ line is provided at the top of the Table to allow it to 
be stripped out without disrupting the rest of the Table, as the number of 
journals included may vary from one month to another. 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. A Title DOI is required for each book or journal listed. This should be 
provided simply as an identifier value. (If a Title DOI is not available the 
cell must be left blank). 

5. The Proprietary Identifier column must be included, but cells may be left 
blank if the vendor has no Proprietary Identifier for title. 

6. The hyphen within the Print and Online ISSNs must be included, as 
indicated in the example above. 



pg. 117 

7. Journals for which the number of full-text article requests is zero in every 
month should be included in Title Report 1, except where an aggregator 
or gateway is responsible for recording and reporting the usage (see 
Section 7 below). Books for which the number of successful Section 
Requests is zero should not be reported. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 

Title Report 3 Mobile: Number of Successful Item Requests by 
Month, Title and Page Type  

(formatted for normal browsers/delivered to mobile devices AND formatted for 
mobile devices/delivered to mobile devices) 

 

Note: 

1. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 
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2. the ‘Total for all titles’ line is provided at the top of the Table to allow it to 
be stripped out without disrupting the rest of the Table, as the number of 
journals included may vary from one month to another. 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. A Title DOI is required for each book or journal listed. This should be 
provided simply as an identifier value. (If a Title DOI is not available the 
cell must be left blank). 

5. The Proprietary Identifier field is column must be included, but cells may 
be left blank if the vendor has no Proprietary Identifier for a title. 

6. The hyphen within the Print and Online ISSNs must be included, as 
indicated in the example above. 

7. Journals for which the number of full-text article requests is zero in every 
month should be included in Title Report 1, except where an aggregator 
or gateway is responsible for recording and reporting the usage (see 
Section 7 below). Books for which the number of successful Section 
Requests is zero should not be reported. 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 
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Multimedia Reports 

Multimedia Report 2: Number of Successful Full Multimedia 
Content Unit Requests by Month, Collection and Item Type 

 

Note: 

1. Multimedia Report 2 is designed to enable those vendors that wish to 
report usage of multimedia items at a more granular level to do so. It 
allows the vendor to break down usage by multimedia item type. 

2. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘NorthEast Research Libraries Consortium’, ‘Yale 
University’ 

3. ‘Institutional Identifier’ is an optional field until the standard for this 
identifier being developed by the NISO Institutional Identifiers Working 
Group is available for implementation. 

4. For guidance on Data Display Rules, see Journal Report 1 

This report complies with the COUNTER Code of Practice for collection and 
reporting of usage data. For definitions of the terms used, see Appendix A. XML 
Schema: http://www.niso.org/schemas/sushi/#counter 
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Appendix J: List of Known Federated Search 

Engines 
AGENTPORT-SCOCIT NJIT-SCOCIT 
AGENTPORT-SDICIT NRLNAVY-SCOCIT 
AHMKEYS-SCOCIT OCLCPICAZ2-SCOCIT 
AHMKEYS-SCOFUL OCLCPICAZ2-SDICIT 
ARCHIMINC-SCOCIT OOIPSDWID-SDICIT 
ARCHIMINC-SDICIT POTIRORDY-SCOCIT 
CITAVI-SCOCIT POTIRORDY-SDICIT 
CITAVI-SDICIT QES-SCOCIT 
COSMADRALI-SCOCIT QES-SDICIT 
COSMADRALI-SDICIT QINETIQ-SCOCIT 
DEEPEX-SCOCIT RIGHTS-SDIABS 
DEEPEX-SDIABS RITENSE-SCOCIT 
DEEPEX-SDICIT SERSOL-SCOCIT 
EDINGET-SCOCIT SERSOL-SDICIT 
EDINGET-SDICIT SYSONEMCKIN-SCOFUL 
ENCOMP-SCOCIT SYSONEMCKIN-SDIABS 
ENCOMP-SDIABS TDNETDF-SCOCIT 
ENCOMP-SDICIT TDNETDF-SDICIT 
GROGRO-SDICIT TDNSRCHR-SCOCIT 
HENKINTRA-SCOCIT TDNSRCHR-SDICIT 
INERAEX-SCOCIT UAG-SCOCIT 
INTELLIFED-SCOCIT UMIARERES-SCOCIT 
INTELLIFED-SDICIT UWASOCR-SCOCIT 
MEKPAPERS-SCOCIT UWASOCR-SCOFUL 
MEKPAPERS-SDICIT VSPACES-SCOCIT 
METALIB-SCOCIT VSPACES-SDICIT 
METALIB-SDICIT WEBFEAT-SCOCIT 
MUSESEARCH-SCOCIT WEBFEAT-SDICIT 
MUSESEARCH-SDICIT  

 
Note: 

1. The above list is for guidance only 

2. Usage driven by the above federated search engines should be reported 
separately as specified in Database Report 1 and Database Report 3 
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Appendix K: Text and data mining usage reports 

Principles 

Usage associated with text and data mining (TDM) activity should not be 
reported in JR1, JR1GOA, DB1, BR7, etc 

COUNTER does not record TDM itself as most of this activity takes place after an 
article has been downloaded. All we can do is track the count of articles 
downloaded for the purposes of text mining 

usage associated with TDM activity shall be reported in a set of new COUNTER 
report covering text mining activity. TDM activity shall be regarded as malicious 
and shall be discounted unless there is in place a prior agreement between the 
user and the source to allow it . 

Definition of text and data mining (TDM) 

Text and data mining (TDM) is a computational process whereby text or datasets 
are crawled by software that recognizes entities, relationships and actions. (STM 
Publishers)(1,2) 

TDM does NOT include: straightforward information retrieval , straightforward 
information extraction, abstracting and summarising activity, automated 
translation and summarising, query-response systems. 

A key feature of TDM is the discovery of unknown associations based on 
categories that will be revealed as a result of computational and linguistic 
analytical tools. 

New Reports to cover usage associated with TDM activity 

Usage associated with TDM events may be recorded and reported in the 
following new Text and Data Mining Reports: 

• TDMJR1 
• TDMJR3 
• TDMDB1 
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• TDMBR7 
• TDMMM1 

Excel examples of the above reports may be found in Appendix K (a) attached. 

[Archival note: The TDM sample Excel files became corrupted between publication 
and creation of this accessible version of Release 4.] 

Tracking TDM activity 

TDM activity will be tracked according to a method appropriate to the publisher, 
such as: 

• Special API used for the purpose 
• Specific IP address/es registered for TDM purposes 
• Useragent of the requesting application 

5. References 

1. STM Publishers statement of Text and Data Mining (2012): 
http://www.stm- 
assoc.org/2012_03_15_STM_Summary_Statement_Text_Data_Mining_final.
pdf 

2. Text Mining and Scholarly Publishing, Publishing Research Consortium 
(2013): 
file:///C:/Users/Peter/Downloads/PRCTextMiningandScholarlyPublishinFeb
2013.p df 
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Appendix L: New Book Report BR7 

Background and overview 

Following consultation undertaken with vendors, publishers and librarians, 
COUNTER has created a new optional report, BR7 for recording the usage of e-
books. 

The purpose of this report 

This new report will reconcile BR1 and BR2, allowing for comparable usage of e-
books regardless of the hosting site and unit of delivery by providing a count, by 
title, of unique accesses to an e-book during a session. Regardless of how many 
segments (e.g. pages or chapters or the entire e-book) a user downloaded 
during a session, the count for a given e-book will only increment by one. To 
enable this each title must be uniquely identifiable with an identifier, such as a 
Book DOI. 

An explanation of the new report and an Excel example below is for visualization 
purposes. 

Book Report 7: Number of Successful Unique Title Requests by Month and Title 
in a Session 

 

NOTES: 

1. For ‘Customer’ specify, for example, the organizational level to which the 
usage reports refer: e.g. ‘Harvard University’, ‘Department of Chemistry’ 

2. The ISNI identifier must be used for the ‘Institutional Identifier’ 
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3. An e-book DOI is required for every title on the list, if a DOI is available. 
This should be provided simply as an identifier value. (If a Book DOI is not 
available, the cell must be left blank). 

4. The Proprietary Identifier column must be included, but cells may be left 
blank if the vendor has no Proprietary Identifier for a book 

5. e-books for which the number of title requests is zero in every month 
should not be included in Book Report 7 

6. For guidance on Data Display Rules, see Journal Report 1 
7. It is mandatory to provide values for both eISBN and pISBN when 

available (leave blank if not available). 
8. Titles with zero usage are to be excluded from this report (see “Note on 

zero usage” below). 

The reports will also be available in XML and will be retrievable using the SUSHI 
protocol – the COUNTER XML schemas on the NISO SUSHI website at: 
http://www.niso.org/schemas/sushi/#counter. 

Session definitions and guidance 

A session will be determined either by: 

• A session ID available in the weblogs, when such an ID is available in the 
logs and reliably represents an individual user’s session on the site, or 

• The combination of site+IP+user agent as a surrogate for the session ID 

When assessing logs from a content site, for a user-session, a single Title View 
represents a series of one or more download events where those download 
events occur with a timespan of less than 30 minutes between download events. 
When the timespan between subsequent download events exceeds 30 minutes, 
the Title View count is incremented. 

If two download events for the same book within the same user-session happen 
less than 30 minutes apart, disregard the first event and use the later event 
when looking for subsequent events. 

http://www.niso.org/schemas/sushi/#counter


pg. 125 

Note on zero usage 

Many librarians requested this new report to include titles with zero usage. After 
consultation, this proves not to be practical for the following reasons. The first is 
that the reports in Excel format would be unmanageable due to size and 
complexity and secondly, since the set of e-books titles taken by each library is 
unique, it is difficult and in some cases impossible for the provider’s reporting 
service to know which e-books a given institution is entitled. Note that BR1, BR2, 
and BR3 already exclude titles with zero usage. 

Audit requirements 

This report is optional for Release 4 of the COUNTER Code of Practice, which 
means that there is no mandatory requirement for audit. 

However, we encourage e-book providers to implement it. 

We would also like publishers and vendors to report implementation of the 
report and we will list their compliance on the COUNTER website under 
“Optional New Book Reports provided but not audited”. Of course publishers 
and vendors may choose to have these reports audited, in which case we will list 
their compliance on the under “Optional New Book Reports and audited”. 
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Appendix M: Provider Discovery Reports 

The purpose of these report 

Many librarians view effective content discovery by their users as one of the 
most important areas of concern for their libraries. To that end, they are turning 
to discovery solutions that provide users with a single interface from which to 
access all of the resources curated by their libraries. It is therefore to the 
advantage of publishers and other content providers to contribute metadata to 
these discovery services to ensure that users fine the content they. However, 
with a discovery service, the publisher or content provider is no longer in control 
of the search experience, and there can be legitimate concerns about how 
effective their metadata contribution is. Are users finding their content? Are they 
clicking the links? If the metadata provided is restricted to just licensed 
institutions, are these and only these institutions gaining access? 

To help answer questions like this, COUNTER, with input from NISO’s Open 
Discovery Initiative (ODI), has developed a new series of reports that will offer 
content providers the necessary insights into how their data is being used – 
insights that will help them manage their relationships with discovery partners 
and optimize the effectiveness of their data contributions. 

The new reports parallel existing COUNTER reports on journals, books, 
databases and multimedia collections. The main difference is that instead of 
reporting on usage for all content by one customer, the Provider Discovery 
reports provide usage on one provider’s content by all customers, with columns 
showing usage by individual customer. 

Examples of the Provider Discovery Reports 

Examples of these new reports are provided Appendix N and below. 

Publisher Discovery Book Report: Online Service Book Activity by 

Month, Title and Customer 

This report is a tool to understand the effectiveness of the book metadata they 
provide to a discovery vendor’s platform or other online service. The following 
metric types will be provided by accessing customer and book: 
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• Book Views* 
• Chapter Views* 
• Entry Views* 
• Linkouts – Publisher Site 
• Linkouts – Link Resolver 
• Record Views 
• Result Clicks 

* Book, Chapter and Entry View metric types will only be provided when the 
publisher also provides the full text that is hosted on and accessed from the 
online service. 

 

Publisher Discovery Database Report 1: Online Service Database 
Activity by Month, Title and Customer 

This report parallels COUNTER Database Report 1 and offers database providers 
a tool to understand the effectiveness of their database on a particular discovery 
vendor’s platform or other online service. The breakdown by customer also 
allows the database vendor to verify if use is limited to subscribing institutions. 
The following metric types will be provided by accessing customer and book: 

• Searches – Regular 
• Searches – Federated and Automated 
• Record Views 
• Result Clicks 



pg. 128 

 

Publisher Discovery Journal Report 3: Online Service Journal 

Activity by Month, Title and Customer 

This report parallels COUNTER Journal Report 3 and offers publishers a tool to 
understand the effectiveness of their journal metadata on a particular discovery 
vendor’s platform or other online service. The following metric types will be 
provided by accessing customer and book: 

• Full Text Requests* 
• Linkouts – Publisher Site 
• Linkouts – Link Resolver 
• Record Views 
• Result Clicks 

* Full Text Requests metric type will only be provided when the publisher also 
provides the full text that is hosted on and accessed from the online service. 
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Publisher Discovery Multimedia Report 1: Online Service 
Multimedia Collection Activity by Month, Title and Customer 

This report parallels COUNTER Multimedia Report 1 and offers multimedia 
collection providers a tool to understand the effectiveness of their collection on 
a particular discovery vendor’s platform or other online service. The breakdown 
by customer also allows the database vendor to verify that use is limited to 
subscribing institutions. The report measures the total number of accesses to 
multimedia items by collection and customer. 

 

Delivery of Reports 

Due to the size of the reports, SUSHI would be the most practical method for a 
content provider to harvest these new reports. Excel files would be provided on 
request and, unlike customer- facing reports, a special interface for content 
providers is not a requirement of COUNTER. 

Audit requirements 

These reports are optional for Release 4 of the COUNTER Code of Practice, which 
means that there is no mandatory requirement for vendors and publishers to 
submit it for independent audit. 

However, COUNTER is encouraging providers to implement them. COUNTER is 
also asking publishers and vendors to report implementation of the report and 
we will list their compliance on the COUNTER website under “Optional Provider 
Discovery Reports provided but not audited”. 

COUNTER hopes that these new reports will prove useful and looks forward to 
your continued feedback. 

 


